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Introduction

This guide provides information about using OLE system administration functions available via the user
interface. Users with proper authorization are able to perform powerful functions that affect the entire
system. These functions, which are accessible viathe Admin menu tab, allow you to:

Support the Kuali Identity Management (KIM) module and implement security based on accounting
line attributes

Define basic types of location and reference information
Control the running of batch jobs
Support the Kuali Enterprise Workflow (KEW) module and

Enable authorized users to perform a variety of other functional and technical activities.

Note

Only members of OLE-SY S Manager and KR-SY S Technical Administrator roles may initiate
most documents in the Admin Menu. Other users may look up values from the lookup screens
but may not be able to access other options at all.

This guide is organized to follow the layout of the Admin tab. Please note that some submenus are not
covered in this guide.

System provides access to KIM identy (roles and permissions) and locations, as well as identy
management references (maintenance documents associated with KIM identities).

L ocation provides access to creating and maintaining locations and location levels for the maintenance
of library records.

Batch allows usersto upload files used by various OL E batch jobs, run batch jobs and seefiles generated
by those jobs for Financial Processing, General Ledger, and System processes.

Batch Framework submenu allows users to perform a variety of functional and technical activities that
process cataloging recordsin batch.

Kuali OLE Modules submenu allows you to perform avariety of functional and technical activities that
affect the entire system. This includes uploading XML and People Flow rules to modify workflows.
Users may also access the Staff Upload interface.

KRMS Rules provides access to agendas, context, attribution, term and category |ookups.
Globa Configuration Settings provide access to administering export and global import services.

Configuration provides access to high level configuration options. Users may modify workflows and
parameters for OLE.

Monitoring provides access to the Kuali Service Bus and additional workflow documentation.

These sections are divided into subsections covering individual functions in the menu grouping. For each
function, the applicable subsection presents a breadcrumb trail showing you how to access the function,
information about the layout of and fields on the applicable screen(s), and where appropriate, additional
information to help you use the screen(s).
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Note

In order to work efficiently, you need to understand the basics of the OLE's user interface. For
information and instructions about logging on and off, navigating, understanding the components
of screens, and performing basic operations in the screens, see the OLE Basic Functionality and

Key Concepts.

This guide as well as guides to other OLE modules are available for download from the OLE
Documentation Portal.

Tip
Bookmark any page within OLE. Thiswill allow you to easily navigate back to an interface or
e-doc in one click, just log in.

Vi
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Chapter 1. System Administration
Documents

System
Identity

* Person

® Group

* Fole

® Permission

* Responsibility

Locations

* Campus

* Country

s County

s Postal Code
* State

Identity Management Reference

Address Tvpe

Affiliation Tvpe
Campus Type
Citizenship Status
Email Type
Emplovment Status
Employment Type
Entity Tvpe

External Identifier Type
Name Type

Phone Tyvpe
Role/Group/Permission/Responsibility Type

o R

The system submenu provides access to screens that allow you to perform functions related to identity,
security, locations, and reference.

System Submenu Groups

System submenu groups

Document Description

Identity Allows you to establish and maintain user data and the associated roles
and permissionsin the Kuali Identity Management (KIM) system

Locations Enables you to define valid values for various types of location
information in OLE.

Reference Provides a means of defining valid values for use on the KIM Person
document.
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ldentity

Identity

*= Perzon

® Group

* Role

* Permission

* Responsibility

The ldentity submenu group provides accessto screensin order to establish and maintain user dataand the
associated roles and permissions in the Kuali Identity Management (KIM) system. This system handles
user identification, permissions, and responsibilities for multiple Kuali applications, including OLE. KIM
may also be used with non-Kuali applications.

OLE communicates with KIM to determine each user's permissions and workflow responsibilities. These
permissions and responsibilities are defined by the user's role or roles in the system. Roles can be
customized to handle permissions and responsibilitiesin avariety of ways based on your institution's needs.

Note

Learn more about KIM functionsinthevideo KIM functions(roles, permissions, responsibilities).

Menu Access to KIM Functions

In OLE, most KIM documents are available from the Admin menu tab in the System menu group in the
I dentity submenu group. The Routing & Identity Management Document Type Hierarchy isavailablein
the Configuration menu group in the Wor kflow submenu group.

The purpose of each document in the Identity subgroup in the System menu group is explained in the
following table.

Basic KIM Concepts

This section introduces KIM permissions, responsibilities, roles, and groups as well as the Routing &
| dentity Management Document Type Hierarchy tool.

KIM Permissions, Responsibilities, and Roles

Entriesin KIM control user permissionsto edit adocument, to blanket approve transactions, and to perform
many other activitiesin OLE.

KIM & soidentifies responsibilities that generate workflow action requestsin OLE. When aFiscal Officer
approves afinancial processing document or a Chart Manager approves a Chart of Accounts maintenance
document, the user is acting on arequest that has been generated by aresponsibility specified in KIM.

In KIM, you do not assign permissions and responsibilities directly to individual users; instead, you
associate userswith roles, and you give each role an appropriate set of responsibilities and permissions. For
exampl e, the Fiscal Officer roleincludes permission to edit accounting lines on certain enroute documents.
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This role also includes responsihilities that generate requests for the specific actions fiscal officers must
take on documents. The Limited Circulation Attendant role includes permissions to view but not make
changes to a patron record.

In the base OLE configuration, similar business functions are often grouped into a single role. Y our
institution may choose to assign permissions and responsibilities differently or even create its own roles
to fit its business processes.

In KIM, each user is identified on the KIM Person document. This document identifies the person by a
Principal ID and assignsthat person to any number of roles. Role assignments may be made viathe Person
document or the Role document. Some types of roles, called 'derived roles," automatically determine their
members from data in other OLE components. For example, because Fiscal Officer is a definition of the
Account in OLE, the Fiscal Officer role derivesits assignees based on the data in the Account table. Y ou
do not need to assign users to derived roles such as this one.

KIM Groups

Groups provide another important tool in KIM. Groups are an optional feature that allows you to associate
persons, roles or other groups with each other for the purpose of making role assignments. For example, if
you want to assign the same role to three users, you could create a group, assign the three usersto it, and
then assign the group to the desired role. (Alternatively, you could add the three users individually to the
role. The choice of whether to use agroup or assign individual usersto rolesis entirely yours.)

Routing & Identity Management Document Type Hierarchy Tool

One more tool—the Routing & ldentity Management Document Type Hierarchy— isuniqueto KIM. This
tool allows you to view KIM permissions and responsibilities as they relate to specific OLE documents.

Person

m> SysteM | 1dentity . » person . Person Lookup . Person

The Person document allows you to identify each user to KIM (and, by extension, to OLE). Each Person
document includes data about a user's relationship with your institution as well as the roles and groups
to which this person belongs.

In KIM a person is a unique combination of an 'entity ID' and a 'principal 1D." The entity ID represents
a person with a unique number, and the document associates the entity 1D with the user's principa 1D
number and principal name (often referred to as a user name or user ID). When searching for or working
with usersin KIM, you usually reference either the principal ID or the principal name. A single entity ID
can have multiple principals associated with it, but the base OLE implementation of KIM assumes that
each entity ID has only asingle principal.

Note

Note that initiation of the Person document is restricted to members of the KR-SY'S Technical
Administrator or OLE-SY S Manager role.

Document Layout

The Person document includes Over view, Contact, Privacy Preferences, and M ember ship tabs.
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Doc Nbr: 3436 k-
Person [
Initiator: cle-khuntlev| Cr
Document Overview _\
Document Overview
* Description: |
Explanation:
Organization Document Number:
- O i \
erview
Entity Id: |1 Princi
* Principal Name: lr .
Affiliations
| * Affiliation Type | * Campus Code Default
Contact N\
Names
[ Name Code [ Name Prefix [ * First Name [ * Last Name | Mame Suffix | Default | Actin
Addresses
[ Address Type | Linel | Line2 | Line3 | City | State/Province | Postal Code | Country | Default | A
Phone Numbers
[ Phone Type [ Phone Number [ Extension [ Country [ Default [ Active
Email Addresses
| Email [ Type [ Default [ Active |
Privacy Preferences \
Suppress Name: Mo Suppress Address:
Suppress Personal: Mo Suppress Email:
Suppress Phone: No
Membership -\
Groups
Group Namespace Code Name Type Active From Date Active T
Add: | [ ® @ || @ | ] | B | [
Roles
Role Namespace Code Name Type Active From Date Active T
~ —
Add: | ® B
Role Namespace Code Name Type Active From Date Active T
1 50 KR-SYS System User Default
Delegations
Role Member Active From Date Active To Date Delegation Type Code
5 = = T

e Ad Hoc Recipients

\,
Y

Route Log

| submit || sawve || close || cancel |

Overview Tab

The Overview tab identifies the person as a unique combination of entity and principal ID. It aso contains
information about how this person is affiliated with your institution. Two types of affiliations—staff and
faculty—contain additional data elementsto further define a person's relationship with your institution.

The instructions below assume that you are manually completing this information. Many institutions may
want to either have this datafed from an existing person database or simply override thisinformation with
existing person data.
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- : =,
Overview - hide S

Entity Id: |1
[ * Principal Name-: kr
Affiliations
] | * Affiliation Type | * Campus Code | Default

Overview Section
Thefirst section in the Overview tab isthe Over view section.

Overview section Definitions

Title Description

Entity Id Display only. The unique ID number identifying this person in your
database. An individual may have multiple principal IDs but only one
entity 1D. The base OL E implementation assumes that each user will
have only one entity 1D and one principal ID.

The system completes this entry automatically when you save or submit
the document.

Principal ID Display only. The unique ID number identifying this principal. Whereas
Entity 1D represents a unique person, principal represents a set of login
information for that person. When selecting a person, you ordinarily
reference his or her principal 1D.

The system completes this entry automatically when you save or submit

the document.
Principal Name Required. Enter the user name by which this principal isto be identified.
Principal Password Optional. Enter the password for this principal ID.
Active Check the box to indicate that this principal ID is active. Uncheck the

box to indicate that this principal 1D isinactive.

Use the Affiliations section of the Overview tab to add affiliations for this principal 1D. Depending on
the affiliation type added, you may need to complete additional fields.

Affiliations section definition

Title Description

Affiliation Type Optional. Select the type of affiliation from the list. Options include:

Affiliate: An affiliation for usersin your system that are neither
employees nor students. Faculty: A faculty employee. Staff: A non-
faculty employee. Student: A non-employee identified as a student of
your institution.

Affiliation types of Faculty and Staff require additional information (see

below).
Campus Code Required. Select the campus code associated with this affiliation.
Default Check the box to indicate that this affiliation is this principal's default

association with your institution. Each principal must have at least one
default affiliation.

Actions Click the Add button to add the affiliation.

If you have selected an Affiliation of 'Faculty' or 'Staff,' the system displays additional fields to collect
employment information.

= "F prmiopment Infematan
Implaymant 4 Frimary " EmploFam fbabus " Empleyes Type " fawen Ralary Ameunt  Frimary Deparimant Cede BArfipas
Adi » =] =] s

Employment Information fields definition




System Administration Documents

Contact

Title

Description

Employment ID

Optional. Enter the Employment ID number associated with this faculty
or staff affiliation. Ordinarily this entry isthe ID number identifying this
principal in your HR system.

Primary

Check the box to indicate that this faculty or staff affiliation represents
the principal's primary job with your institution. Each principal with a
faculty or staff affiliation must have exactly one affiliation marked as
‘primary.

Employee Status

Required. Select avalue to identify the current status of this faculty or
staff affiliation. Optionsinclude:

Active, Deceased, On Non-Pay Leave Status, Not Y et Processed,
Processing, Retired, Terminated

Employee Type

Required. Select avalue to indicate the type of employment for this
affiliation. Options include Non-Professional, Other, and Professional

Base Salary Amount

Required. Enter the base salary yearly amount earned for this faculty or
staff effiliation.

Primary Department Code

Optional. Enter the code for the department associated with this faculty
or staff affiliation. OLE-SY S User role parses this field to determine
the default chart and organization for auser if it is formatted as 'Chart-
Organization Code' such as BL-PSY or BA-PARK.

Actions

Tab

Click theAdd button to add this row of employment information.

The Contact tab records the names, addresses, phone numbers and email addresses associated with this
Person record. Any Person record can store multiple records for contact information of each type (name,
address, phone number, and email address), with one value of each type identified as the default value

for the Person record.

Contact

- hide \

Names Section

Names
Name Code MName Prefix * First Name * Last Name Name Suffix Default Active
waa | [omer o] | [ [l . — ) o
Addresses
Address - - - - . Postal
Type Line 1 Line 2 Line 3 City State/Province Code Country Default
o 2 A —| o] L | D=
Phone Numbers
Phone Type Phone Numb Ext i Country Default Activ
T I B 5] O
Email Addresses
Email Type Default Active
Add: [ Home _[~] B
Names
Name Code Name Prefix * First Name * Last Name Name Suffix Default Active
maae | _[omer [g] | [ B - . [T B
Names section definition
Title Description
Name Code Optional. Select the type of name to be added in this row. Options
include:
Other, Preferred, Primary
Name Prefix Optional. Select the appropriate title for the name being added in this
row. Optionsinclude:
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Ms, Mrs, Mr, Dr

First Name Optional. Enter the first name for this record.

Last Name Optional. Enter the last name for this record.

Name Suffix Optional. Select a suffix for this name record. Options include:
Jr, Sr, Mr, Md

Default Check this box to indicate that this Name record is to be used as the
default for this person. Each Person record must have exactly one Name
record identified as the defaullt.

Active Check the box to indicate that this Name record is active. Uncheck the
box to indicate that this record should be considered inactive.

Actions Click the Add button to add this Name record.

Addresses Section

Addresses
A':_‘::‘:s Line 1 Line 2 Line 3 City State/Province Pr:f;:' Country Default | Active
P | | I —— ol B o

Addresses section definition

Title Description

Address Type Optional. Select the type of address being added on this row. Options
include:

Home, Other, Work

Line1-3 Optional. Uselines 1, 2 and 3 to enter the street address for this row.

City Optional. Enter the city associated with this address.

State/Province Optional. Select the state or province associated with this address from
the list.

Postal Code Optional. Enter the postal code associated with this address.

Country Optional. Select the country associated with this address.

Default Check this box to indicate this address record should be used as the
default. A Person record can have no more than one default Address
record.

Active Check this box to indicate that this Address record is active. Uncheck the
box to indicate that this record isinactive.

Actions Click the Add button to add this Address record.

Phone Numbers Section

Fhors Humbers
Frhane Type

add: Home =]

Frane humher Exfrasion

Phone Number s section definition

DerFaul Brhive

Title Description

Phone Type Optional. Select the type of phone number being added on this row.
Optionsinclude:
Home Mobile Other Work

Phone Number Optional. Enter the area code and phone number.

Extension Optional. Enter the appropriate extension.

Country Optional. Select the country associated with this Phone Number record.

Default Check this box to indicate that this Phone Number record should be used

as the default. A Person record can have no more than one default Phone
Number record.

Actions
add

Ackigne
WK
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Active Check this box to indicate that this Phone Number record is active.
Uncheck the box to indicate that this record isinactive.
Actions | Click the Add button to add this Phone Number record.

Email Addresses Section

] ] . ] ]
Email Addresses
Email Type Default
Add: | [Home =] r
1 |test@emai| edu Work = I Il

Email Address section definition

Title Description

Email Optional. Enter the email address for this record.

Type Optional. Select the type of email address being added on this row.
Optionsinclude:
Home, Other, Work

Default Check this box to indicate that this Email Address record should be used
as the default. A Person record can have no more than one default Email
Address record.

Active Check this box to indicate that this Email Address record is active.
Uncheck the box to indicate that this record isinactive.

Actions Click the Add button to add this Email Address record.

Privacy Preferences Tab

Note

Note that no role in the base data configuration can modify this privacy preferences information.
If you wish this capability to be available via the user interface, you must assign the 'Override

Entity Privacy Preferences permissionto arole.

The Privacy Preferencestab allows you to suppress the display of fields on the Contact Tab.

Prianp Prelerenoes -

Rl o PR T T D

fuppress Persanal:
Swppresy Fhor:

Privacy Preferencestab definition

Geppress Addreoe: r
Supsress Email: r

Title Description

Suppress Name Optional. Check this box to specify that the system is not to display this
person’s names.

Suppress Personal Optional. Do not display this person's personal data. This selection
currently performs no function in OLE.

Suppress Phone Optional. Check this box to specify that the system is not to display this
person's phone numbers.

Suppress Address Optional. Check this box to specify that the system is not to display this
person's addresses.

Suppress Email Optional. Check this box to specify that the system is not to display this

person's email addresses.
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Membership Tab

The Membership Tab allows you to associate a person with groups and roles and, by extension, with
KIM permissions and responsibilities. Assigning a person to a role is the most direct way to give a user

KIM permissions and responsibilities.

Membership

Add: | !

v hide pelegations
Role Member

add: 2

Active From Date

1@

|
¥ hide Groups
Group Mamespace Code Name Type Active From Date
Add: | [ & @A
¥ hide pales
Role Mamespace Code Name Type Active From Date

[ &

Active To Date

]

The tab is divided into three sections, one for managing assignments to Groups, another for Roles, and

athird for Delegations.
Groups Section

Groups section definition

Title Description

Group Optional. Enter the name of the KIM group you want to assign this
person to. You can aso use the Group lookup ' to search for and
select avalid value.

Namespace Code Display only. After you select agroup to add this person to, the
namespace code associated with the selected group is displayed.

Name Display only. After you select agroup to add this person to, the name of
that group is displayed.

Type Display only. After you select agroup to add this person to, the type

associated with the selected group is displayed.

Active From Date

Optional. If this user's assignment to this group is to be effective as of a
certain date, enter that date here.

Active To Date

Optional. If this user's assignment to this group is to terminate as of a
certain date, enter that date here.

Note

There is no way to delete a person's assignment to a group.
To remove a person from a group, use thisfield to specify a
date in the past.

Actions
Roles Section

Roles section definition

Click the Add button to add this group assignment.

Title

Description

Role

Optional. Use the Name lookup & to search for and select therole
you want to assign this person to.

Delegation Typ:

[
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Namespace Code Display only. After you select arole to assign to this Person record, the
system displays the namespace code associated with that role.

Name Display only. After you select arole to assign to this Person record, the
system displays the name associated with that role.

Type Display only. After you select arole to assign to this Person record, the
system displays the role type associated with the selected role here.

Active From Date Optional. If this user's assignment to this role is to be effective as of a
certain date, enter that date here.

Active To Date Optional. If this user's assignment to thisrole is to terminate as of a
certain date, enter that date here.

Note

Note that there is no way to delete a person's assignment
to arole. To remove a person from arole, use thisfield to
specify adate in the past.

Actions Click the Add button to add this role data.

Note

When assigning some roles, you may need to supply additional qualifying values that further
define this person's assignment. For more information about role qualifiers, see Role.

Delegations Section
Delegations allow you to set a user as a primary or secondary delegate for a current member of arole.
The delegate has the same permissions as the role member and is able to act on action requests generated

for the role member by KIM.

Delegations section definition

Title Description

Role Member

Optional. Use the Role Member lookup & to search for and select the
role and role member you wish to add a delegation for.

Active From Date Optional. If this delegation isto be effective as of acertain date, enter
that date here.
Active To Date Optional. If this delegation isto terminate as of a certain date, enter that
date here.
Note

Note that there is no way to delete a person's delegation. To
remove a person from arole, use this field to specify a date
in the past.

Delegation Type Code Optional. This defines how the delegate will be able to access workflow
action requests generated to the delegating role member. Options are
'Secondary' (the user must use the secondary delegate action list filter to
view action requests) and 'Primary’ (action requests will route directly to
the delegate's action list).

Actions Click the Add button to add this delegation data.

Process Overview

Business Rules
* A person must have at least one affiliation.

» Eachfaculty or staff affiliation must have at least one Employment | nformation record associated withit.

10
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« If aperson hasany faculty or staff affiliationsthen one Employment Information record must be marked
as 'primary.

» Each person must have a default Name record in the Contacts section.

Each affiliation must be associated with a campus.

Each type of contact information can have only one record marked as the default.

Routing

Only members of OLE-SYS Manager or KR-SYS Technical Administrator roles can initiate Person
documents. In OLE base data configuration, the KIM Person document does not route for approval.

Group

RN . Svtem | rdentity .« Grous - Group Lookup . Group

The Group document allows you to associate persons, roles or other groups with each other in order to
assign the samerole to all group members.

Groups have no inherent permissions or responsibilities of their own. Only by associating a group with a
role do the members of that group become associated with permissions and responsibilities.

Document Layout
The Group document includes Document Overview, Overview, Definitions and Assignees tabs.

Doc Nbr: 3089 Status: INITIATED

Group

Initiator: admin| Created: |03:08 PM 06/14/2

expand all collapse all

* required field

( Document Overview \
\

* Description: |

Organization Document Number:

ion:

Overview \ -
Group Id: 10000 Type Name: |Default %
* Group Namespace: | |z| * Group Name: |
Active?: Group Description: |
Assignees \ “

Select a Group Namespace to determine if you have the appropriate permission to add members to this group

Add Member:
* Type Code * Member Identifier Name Active From Dt Active To Dt Actions
Add: |Principa||2| 3 3 ] £
|I“Iembers:
| [ * Type Code | * Member Identifier [ Namespace Name Full Name Active From Dt Active To Dt Actions |
Ad Hoc Recipients \ .
Route Log \ “

[ submit |[ save || blanket approve |[ close | cancel |

11
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Overview Tab

This tab identifies the group with a unique system-assigned ID number, a namespace and a name. Each
group also has atype that specifies any qualifiers that this group might require.

" Dverview - hide ¥
Group Id: 10000 Type Name: |pefault '™
* Group Namespace: | |Z| * Group Name:
Active?: Group Description:

Overview tab definition

Title Description
Group ID Display only. The unique system-assigned ID number that identifies this
group. The system completes this field when you submit the document.
Type Name Required. The type of definitions that will be associated with this group.
Some group types, such as the Default Type, require no definitions to be
collected.
Note

When creating a new group, you must select the Type
before the system can generate the document. See below.

Group Namespace Required. An indicator that associates the group with a particular
application and module.

Group Name Required. The common descriptive name by which this group is known.

Active Check this box to indicate that this Group is active and is a valid choice

for assigning to roles. Uncheck the box to indicate that this group is
inactive (no longer valid when making role assignments).

Group Description Additional description field for the group.

Type Name

When you click thelookup button % , thesystem displaysthe KIM Type L ookup screen. Y ou must search
for and select an existing Type in order for the system to generate a new Group document.

Kim Type Lookup

Mamespace Code: |
|

Type Name:

Type Identifier: |

Active Indicator: F YE;I? NDF Both

search clea

Thislookup is used whenever you create anew group or role. The search definitions are explained below.

KIM Type Lookup definition

12
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Title Description

Namespace Code Optional. Select the code identifying the application and module this
KIM type pertains to.

Type Name Optional. Enter the name identifying this KIM type.

Type Identifier Optional. Enter the unique system-assigned identifying number for this
KIM type.

Active Indicator Required (defaults to 'Y es)). Change the default selection to view KIM

types that are inactive or are both active and inactive.

The display of search results includes the same fields as the Lookup screen. To select the type you want
to use for your new group, click the return value link for it.

Kim Type Lookup

Namespace Code: | |Z|
Type Name: |
Type Identifier:
Active Indicator: |? veg O NUF Both
search clear cancel
2 items found. Please refine your search criteria to narrow down your search.
2 items retrieved, displaying all items.
Return Value Namespace Code Type Name Type Identifier

return value KUALIL Default T
return value KFS-COA Organization Group 68

Export options: CSV | spreadsheet | XML

Definitions Tab

Thistab contains any definitions specific to this group's type. For example, if agroup has atype of Chart
and Organization, thistab will record the Chart and Organization values that are specific to this group. In
the example below a Chart Code and Organization Code are required for establishing groups of this type.

s

" Attributes ~ hide \,

* Chart Code

Assignees Tab

This tab contains the members who belong to this group. It can also be used to add new members or edit
the values associated with existing members.

* Organizat

—

Assignees ~ hide .

Select a Group Namespace to determine if you have the appropriate permission to add members to this group

Add Member:
* Type Code * Member Identifier Name Active From Dt

Add: principal [] — — I

Members:

* Type Code * Member Identifier Namespace Name Full Name Active From Dt

13
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Assigneestab definition

Title

Description

Type Code

Required. Select the type of member you are adding to this group. Group
members can be principals (as defined on the Person document), roles or
other groups.

Member |dentifier

Required. Enter the D that identifies the member you are adding or

use the lookup ':l,. to search for and select avalid Member ID. The
lookup directs you to the Principal, Group or Role lookup based on
your Member Type Code selection.

Name

Display only. Displays the name of the member you've selected.

Active From Dt

Optional. To specify the earliest date on which this member isto be
considered avalid member of this group, enter a From Date.

Active To Dt

Optional. To specify a date on which this member is no longer to be
considered a valid member of this group, enter aTo Date.

Note

Note that you cannot delete or inactivate group members.
To remove amember from a group enter an Active To Date.

Actions
Role

>

>

Identity | »

Click the Add button to add this member to the group.

rale - Role Lookup . Role

The Role document allows you to create a new KIM role and edit an existing role. Each role aggregates a
specific set of permissionsand responsibilitiesand allowsyou to assign membersto therole. OLE contains
many existing roles that your institution may want to use asis, but you may also change existing roles and
add new ones by using the Role document.

The purpose of each roleis defined by its associated permissions and responsibilities. Roles are classified
by types that generaly indicate the type of permissions and responsibilities with which they can be

associated.

Note

The process of creating a new type requires technical assistance. Consequently, KIM does not
provide an interface for creating role types.

Document Layout

The Role document includes Document Overview, Overview, Permissions, Responsibilities, and

Assigneestabs.
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Role [7]

Doc Nbr: |3

Initiator: |z

Document Overview

[vhide] \

* Description:

Document Overview

Explanation:
Org. Doc. #:
Overview X
Role: (10000 Type Name: Default
Namespace: - Role Name:
Active?: W Role Description:
Permissions \

Add Permission ID: | c\

Overview Tab

[ add |
| | * Permission Namespace Permission Identifier | Permission Name | Permission Detail Values Act
Responsibilities \
Add Responsibility ID: c\
[ add |
[ Responsibility N pace Responsibility Identifier | Responsibility Name | Responsibility Detail Values A
Assignees \
_Type Co-de Member Idenlfifier Namespace Cd Name Active From Dt A
Add: Principal = Y ] [
Delegations \K
Role Member Type Member Member Namespace Member Active From Active To
Hem!:ner Code i Identiiier_ Code Name Date Date
Add: & Principal - Y N ]
Ad Hoc Recipients -\
7 Route Log \
[ submit I save | close | cancel |
Thistab identifies the role with a unique system-assigned ID number, a namespace and a name. Each role
also has atype which tends to match the types of permissions and responsibilities associated with it.
Overview -\
Role: 10000 Type Name: |Default
Namespace: - Role Name:
Active?: ,ﬁ Role Description:
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Overview tab definition

Title Description

Role Display only. The unique, system-assigned ID number that identifies this
role.

Type Name Display only. Because the role type normally reflects the type of

qualifiers this role will need to collect when members are added,
this name usually identifies the general types of permissions and
responsibilities associated with it.

Note

When creating a new role, you must select its type before
the system will generate the document. See Creating New

Roles.
Role Namespace Required. An indicator that associates the role with a particular
application and module.
Role Name Required. The common descriptive name by which this role is known.
Active Check this box to indicate that thisroleis active and is, therefore, to

be included by KIM when evaluating permissions and responsibilities.
Uncheck the box to indicate that this role isinactive.

Creating New Roles

When you click the Create New button, the system displays the KIM Type Lookup. Y ou must search for
and select an existing Typein order for the system to generate a new Role document.

Note

Note that while the KIM Type Lookup is used when creating new groups and roles, not all KIM
types are valid for both. When using this Lookup, you may receive different results depending
on the KIM typesthat are valid for the entity you are working with.

Kim Type Lookup [7]

Mamespace Code

Type Name: |
Type Identifier:
Active Indicator: F TESI? N':'F Both

search

Permissions Tab

This tab identifies the permissions associated with this role. Permissions authorize specific actions in
the system with which they are associated. A role can have any number of permissions (including no
permissions) associated with it.
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Permissions

Permission
Identifier

* Permission
Namespace

1 |KF5-FP 193

Permissionstab definition

[+ hide |

L

Add Permission ID: &

Permission Name

Modify Accounting

Lines

add_

Permission Detail Values

Title

Description

Add Permission ID

Add

document.

After you add a permission to the document, the system displays additional information about the

permission.

Note

Permissions cannot be edited via the Role document. Use the Permission document to perform

this function.

Permissions

Permission
Identifier

* Permission
Namespace

1 KFS-FP 193

Permissionstab definition, continued

[ hide |

L

Permission Name

Medify Accounting

Lines

Property Mame : sourcefccountinglines.amount, Document Type Name : DV,

MNode Name @ Tax
To add a permission to thisrole, enter the appropriate permission ID or
search for and select a value using the Per mission lookup % .
Click the Add button to add the selected permission to this Role

Add Permission ID: Y
ad'd'.
Permission Detail Values
Property Name : sourcefccountinglines.amount, Document Type Name : DV, Ro

|MNode Name : Tax

Title

Description

Permission Namespace

Display only. The Namespace identifies the application and module

associated with this permission.

Permission Identifier

Display only. The unique system-assigned |D number for this

permission.

Permission Name

Display only. The descriptive name of this permission. This often
identifies, in general terms, what the permission authorizes.

Permission Detail Values

Display only. The document types, tabs and/or fields this permission
authorizes. Not all permissions have detail values.

Active Indicator

Display only. Indicator showing whether this permission is active within

the system or not.

Actions

Click the Delete button to remove this permission from the role.

Note

Y ou may delete apermission only if it has not yet been
saved to the database (i.e., you added it to this role but have
not yet submitted the document).
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Responsibilities Tab

This tab identifies the responsibilities associated with this role. Responsibilities define the workflow
actionsthat will be requested of therole. A role can have any number of responsibilities (including none)

associated with it.

f Responsibilities = hide |

Responsibility Namespace

Responsibilitiestab definition

Responsibility Identifier

¥

Add Responsibility ID: 3

| add

Responsibility Name Responsibility Detail Values

Title

Description

Add Responsibility ID

To add aresponsibility to this role enter the responsibility ID or search

for and select a value using the Responsibility lookup

Add

Click the Add button to add the selected responsibility to this Role
document.

After you add a responsibility to the document, the system displays additional information about this

responsibility.

Note

Responsibilities cannot generally be edited via the Role document, but some responsihilities
have associated definitions that you must define at the role level. For information about editing

responsibilities, see Responsibility.

Responsibilities  hide

A Responsibility Namespace
1 |kF3-5Y3 1

Responsibilitiestab definition, continued

Responsibility Identifier

LY

Add Responsibility ID: X

add
Responsibility Name Responsibility Detail Values

Review OrganizationHierarchy, KFS, true, false

Title

Description

Responsibility Namespace

Display only. The Namespace identifies the application and module
associated with this responsibility.

Responsibility Identifier

Display only. The unique system-assigned |D number identifying this
responsibility.

Responsibility Name

Display only. The descriptive name of this responsibility. For most
Responsibilities the name is 'Review.

Responsibility Detail Vaues

Display only. Thisidentifies more specific information about the
responsibility. Responsibility Detail Values are formatted in a standard
way with the following definitions delimited by commas:

Route Node: The workflow route level at which this responsibility is
invoked.
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Document Type: The document type for which this responsibility
generates workflow requests.

Action Details at Role Member Level: A True or False indicator that
defines where the details of this workflow action request are defined. If
the valueis 'True' then action details will be collected when Members
are assigned to therole. If the value is 'False' then the action details must
be collected when this responsibility is assigned to arole (see Assigning
Action Detail Vaues elsewherein this section.)

Required: Indicates if the routing represented by this responsibility
should be required. If thisis set to True and the responsibility fails to
generate an action request (perhaps because no one is assigned to the
associated Role) then the document will go into Exception status. If this
routing is optional this value will be False and the document will simply
skip this responsibility if no requests are generated.

Active Indicator Display only. Indicator showing whether this responsibility is active
within the system or not.
Actions Click the Delete button to remove this responsibility from thisrole.
Note

Y ou can delete aresponsibility only if it has not yet been
saved to the database (i.e., you have added it to this role but
have not yet submitted the document).

Assigning Action Detail Values

When adding aresponsibility with an Action Detail Values at Role Member Level value of 'False,’' you
must complete additional fields in a Responsibility Action sub-section. The system displays this section
immediately beneath the responsibility you've just added.

The fields in this sub-section define the type of action regquests generated for and the general workflow
behavior associated with this responsibility. Entries in these fields cause the system to generate the same
type of action requests for all members of thisrole and handle actions by all membersin the same way.

Responsibility Action
Name * Action Type Code Priority Number l * Action Policy Code

All - -

Responsibility Action subsection definition

Title Description

Name Display only. The namespace and name of the responsibility associated
with these action details.

Action Type Code Required. The type of action request that the system is to generate for
this responsibility. Optionsinclude Approve, FY | and Acknowledge.

Priority Number Optional. If multiple requests are generated at the route node specified
on this responsibility, this value determines in the order in which the
system will generate these requests. The system processes requests with
lower priority numbers before processing requests with higher numbers.
Requests with no number are treated as a priority of 1.

Action Policy Code Required. This value determines what happens if multiple members

of thisrole receive the same action request and one of them takes the
action. This currently only appliesin situations where a single action
request is generated to multiple role members (i.e. the action details
exist at therole level) or aroleis assigned to another role and these
nested role members receive an action request. For example, if arole
with aresponsibility with action details defined at the role level has
three members assigned, all of these members receive the action request
defined here; this code determines what the system does when one of
them takes action on the document.

A value of FIRST indicates that the first role member to take action
on the document will automatically clear al the requests for this
responsibility that may bein other role member's action lists.
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A value of ALL indicates that each role member must take individual
action to clear hisor her requests.

Force Action Check the box to indicate that each user must take this action for
this request even if the user has already previously taken action on
this document. Leaving the box unchecked allows arequest to be
immediately fulfilled if the role member has previously taken action on
this specific document.

Assignees Tab

This tab contains all members who belong to thisrole. Y ou may also use the tab to add new members and
edit the values associated with existing members.

Assignees + hide | 8

Type Code Member Identifier Mamespace Cd | Name Active From Dt | Active To Dt | * Chart Code
Add: | Principal - 3 | | i

Assigneestab definition

Title Description

Type Code Required. Role members can be principals (as defined on the Person
document), groups or other roles. Select the type of member you want to
add to thisRole.

Member Identifier Required. Enter the ID of the member you want to add or use the lookup

=

to search for and select avalid value. The lookup directs you to
the Principal, Group or Role lookup based on your Member Type Code

selection.

Namespace Cd Display only. Identifies the namespace code associated with thisrole
member. Note that only groups and roles will display a namespace code.

Name Display only. Identifies the name of the member being assigned to this
role.

Active From Date Optional. Allows you to qualify this member's association with thisrole

by date. Entering afrom date will define the earliest date on which this
member is avalid member of thisrole.

Active To Date Optional. Allows you to deactivate a member's association with arole on
aspecific date. The date you enter defines the date the user is no longer a
member of thisrole.

Note

Y ou cannot delete or inactivate role members. To remove a
member from arole, specify an active to date.

Actions Click the Add button to add this member to the role.
Note
Additional fields may be required, such as Chart Code or Organization Code, depending on the
role type selected.
Note

Note that when assigning roles to other roles (nesting roles), qualifying values are not required.
Somerolesin OLE base datacontain special logic to derivetherequired qualifiersfrom the nested
role itself without qualifiers being specified. You may always specify qualifying values for a
nested role and should do so unless you know the role being assigned containslogic to derive the
qualifiersfrom the nested role. Roleswithout the proper qualifiers can cause problemsthroughout
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your OLE instance. Please consult with a OLE technical resource if you are unsure of whether or
not to provide qualifying values when assigning arole to another role.

Delegations Tab

This tab identifies delegates associated with the role. Delegates are users that a member of this role has
authorized to have the same permissions and take the same actions as the member is authorized to take.

The Assignees Tab dealing with Delegatesis dlightly different as detailed in the following table. Note that

if the members of a role require qualifying values, the delegation requires these values as well. In most
cases, delegates must have the same qualifiers as the role member they are associated with.

Delegations « hide | L

Role Member Type Member | Member Member Active From | Active To | * Chart Code
Member Code Identifier Namespace Code MName Date Date
Add: % Principal - 3 el =
[] P BG| EN

Delegations tab definition

Title Description

Role Member

Required. Use the lookup % to search for and return the member of
thisrole you wish to create a delegate for.

Member Type Code Required. Delegates may be principals (as defined on the Person
document), groups or other roles. Select the type of delegate you want to
add to thisrole.

Member Identifier Required. Enter the ID that identifies the delegate you want to add or

use the lookup & to search for and select avalid value. Note that the
lookup will direct you to the Principal, Group or Role lookup based on
your Member Type Code selection.

Member Namespace Code Display only. Identifies the namespace associated with the selected
delegate. Note that only delegations to groups or roles will display a
member namespace code.

Member Name Display only. Shows the name of the selected delegate.

Active From Date Optional. If you want you can qualify this delegate's association with this
role by date. Entering a from date will define the earliest date on which
this delegate isavalid delegate for thisrole.

Active To Date Optional. Allows you to deactivate a delegate's association with arole on
aspecific date. The date you enter defines the date on which the user is
no longer adelegate for thisrole.

Note

Y ou cannot delete or deactivate delegates. To remove a
delegate from arole, enter an active to date.

Delegation Type Code Required. Select 'Secondary' or 'Primary. Note that this selection only
applies to responsibilities associated with the role and indicates if the
delegate will receive documents directly in their action list (Primary) or
may choose to view documentsin their action list using the secondary
delegate list (Secondary).

Actions Click the Add button to add this delegate to the role.

Note

Additional fields may be required depending on the role type selected.
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Permission

m> System > | Identity | s Permmission Permission Ianir}r

The Permission document allows you to create new permissions or edit existing ones. The Permission
Lookup allows you to search for and view existing permissions. Y ou can view summarized information
about the permission detail values as well as the roles that are currently associated with this permission.

Only members of OLE-SY S Technical Administrator or OLE-SY'S Manager role can create or modify
Permission documents. These documents do not route for approval.

Note

Extreme caution should be exercised when modifying existing permissions or adding new ones.
Even small changes can have application-wide consegquences. Changes should be made only after
sufficient testing with your local configuration.

Permission Lookup

Template Namespace:

Template Name:

Permission Namespace:

[

Permission Name:

Role Namespace:

Principal Name: 3
Group Namespace:
q,

Group Name:

Attribute Value:

|
|
|
|
|
Role Name: || 3
|
|
|
|
|

Template Id:

Active Indicator: | @ ves () No () Both

search clear canceal
Permission L ookup search criteria
Title Description
Template Namespace Optional. To search for a permission based on its template namespace

(that is, the name of the application and module to which its template
belongs), select the appropriate namespace.

Template Name

Optional. To search for a permission based on the name of the template it
isbased on, enter the appropriate template name.

Permission Namespace

Optional. To search for a permission based on its namespace, select the
appropriate permission namespace.

Permission Name

Optional. To search for a permission by name, enter its name.

Role Namespace

To search for a permission based on the namespace of the role to which
it is assigned, enter the appropriate role namespace.

Role Name Optional. To search for a permission based on the role to which it is
assigned, enter the appropriate role name.
Principal Name Optional. To search for a permission based on the principals that

currently have this permission through their association with arole, enter
an appropriate principa name.
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Group Namespace Optional. To search for a permission based on the namespace of groups
that have this permission through the group's association with arole,
enter an appropriate group namespace.

Group Name Optional. To search for a permission based on the name of a group
that has this permission through its association with arole, enter an
appropriate group name.

Attribute Value Optional. A specific permission detail value associated with a permission

Template ID Numerical value of the template namespace

31 items retrieved, displaying all items.

.N:tions: Template Permission [ Permission

Template Name

Noines e _Namespace N Permission Description . Permission Detail Values
| - : [ e . |Allows access to the Electronic
edit copy KFS-5YS £Llaim Electronic |KFS-5YS Claim Electronic Fund Transfer interface for the
Pavment

.P‘_amnt claimi...

|Allows access to the Error
Correction button on KFS Document Type Name : KFST
Transactional docu...

Error Correct
Document

Error Correct

edit copy|KFS-SYS \Document

KES-5Y5S

The Permission results display contains the fields described in the table below.

Permission Lookup resultsfields

Title Description
Actions Actions allow selection of edit or copy for each permission displayed.
Template Namespace The code identifying the application and module the template pertains

to. Because templates tend to be general categories, they are often
associated with system-level namespaces.

Template Name The template the permission is based on. A template usually defines, in a
broad sense, what the permission controls. Similar types of permissions
share the same template.

Permission Namespace The code designating the application and module this permission is
associated with.

Permission Name The descriptive name for this permission. In most cases this will match
the Template Name.

Permission Description Display only. Detailed information that describes the permission and its
purpose.

Permission Detail Values Display only. Detailed information that, in combination with the

permission name, defines the permission's function.

For example, if the permission name is 'Initiate Document,’ the
Permission Detail Values field indicates the specific type of document
the initiate permission pertains to.

Permission detail values can include many different types of data. Some
common types are defined below.

documentTypeName: The name of the document type associated with
this permission.

routeNodeName: The point in a document's workflow routing at which
this permission becomes relevant.

routeStatusCode: The routing status that a document must be in for this
permission to apply.

propertyName: Often, afield or document element that the permission
pertains to.

Granted to Roles Lists the namespace and name of roles that have this permission. Click
on the linked name to view the Roleinquiry.

To view an Inquiry screen for a permission, select the Permission Name of the appropriate row in the
search results. Thelnquiry screen containsthe sameinformation asthe Search Resultsin adightly different
format.

23



System Administration Documents

Permission Inquiry

-
Permission Attributes N\,

Template Namespace:

KFS-5¥5 - Financial System

Template Name:

Claim Electronic Payment

Permission Namespace:

KFS-5¥5 - Financial System

Permission Name:

Claim Electronic Payment

Permission Description:

Allows access to the Electronic Fund Transfer inter
funds.

Permission Detail Values \k
e \
Permission Assigned Roles

igned Roles(KFS-5SYS - Financial System-Treasury Manager-Default)

Namespace: KFS-5SYS - Financial System

Role Name: Treas:

Role Type Name: |Default

| close |

Document Layout

The Permission document includes Document Over view, Permission I nfo, and Per mission Detailstabs.
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Permission [7]

Doc Nbr: |3

Initiator: a

Document Overview

Document Overview

* Description:

0\

Explanation:
Org. Doc. #:
Permission Info \L
New
Permission Identifier: 10001
* Template Id: |
* Permission Namespace: :l
* Permission Name:
=
Permission Description:
* Active Indicator: ,E
Permission Details \L
New
-
Permission Details:
i \
Notes and Attachments (0)
Ad Hoc Recipients \
i 0\
Route Log
N

Permission Info Tab

[ submit :I_’ save :] close :]_- cancel :.l

This tab identifies the permissions with a unique system-assigned ID number, a template, namespace,

name and description.
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Permission Info w hide Y

MNew
Permission Identifier: 10005

* Template Id:

* Permission Namespace: | W

* Permission Name:

Permission Description:

* Active Indicator:

Permission Info tab definition

Title Description

Permission Identifier Display only. The unique, system-assigned |D number that identifies this
permission.

Template ID Required. Select the Template this permission is associated with.
Templates identify broad permission types.

Permission Namespace Required. An indicator that associates the permission with a particular
application and module.

Permission Name Required. A text name identifying this permission.

Permission Description Optional. Enter atext description of what this permission does.

Active Indicator Required (defaults to 'Y es)). Change the default selection if you wish this

permission to be inactive. Inactive permissions will be disregarded by
KIM when doing permission checks.

Permission Details Tab

This tab identifies the permission values that KIM needs to make this permission function. These values
vary greatly depending on the type of permission being created. It is highly recommended that users view
similar permissions (those with the same Template ID) and discuss Permission Details with technical
resources to ensure values are entered correctly.

Permission Details - hide A

ey

Permission Details:

Permission Details tab definition

Title Description
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Permission Details

Responsibility

Optional (though most permissions require some details to be
functional). Enter the permission details specific to this permission.
Details should be entered as the name of the property followed by an '='
followed by the value of the property. When entering multiple details
they should be separated by a hard return in the text box, such as:

componentName=| dentityM anagementPersonDocument

m> System | Identity . « Responsibility - Responsibility Inquiry

The Responsibility document allows you to create new responsibilities or edit existing ones. The
Responsibility Lookup allows you to search for and view existing responsibilities. You can view
summarized information about the responsibility detail values as well as the roles with which the

responsibility is currently associated.

Only members of OLE-SY S Technical Administrator or OLE-SY S Manager role can create or modify a
Responsibility document and it does not route for approval . I nformati on about the Responsibility document
follows detailed information about the Responsibility Lookup below.

Note

Caution should be exercised when modifying existing responsibilities or adding new ones.
Relatively minor changes can result in disruptions to the workflow of documentsif madein error.
Changes should be made only after sufficient testing with your local configuration.

Responsibility Lookup 7]

Template Hamespace: |

Template Hame:

Responsibility Namespace: |

Responsibility Hame; '

Role Hamespace: |

Role Hame: !

Frincipal Hame: %

Groiup Hamespace:

Responsibility L ookup search criteria

Group Hame: | %

Attribute Value:

wEarch chear [= =l

Title

Description

Template Namespace

Optional. To search for aresponsibility based on its template
namespace (that is, the name of the application and module to which its
responsibility template belongs), select the appropriate namespace.
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Template Name

Optional. To search for aresponsibility based on the name of the
templateit is based on, enter the appropriate template name.

Responsibility Namespace

Optional. To search for aresponsibility based on its namespace, select
the appropriate responsibility namespace.

Responsibility Name

Optional. To search for aresponsibility by name, enter its name.

Role Namespace To search for aresponsibility based on the namespace of the role to
which it is assigned, enter the appropriate role namespace.

Role Name Optional. To search for aresponsibility based on theroleto whichiitis
assigned, enter the appropriate role name.

Principal Name Optional. To search for aresponsibility based on the principals that
currently have this responsibility through their association with arole,
enter an appropriate principal name.

Group Namespace Optional. To search for aresponsibility based on the namespace of
groups that have this responsibility through the group's association with
arole, enter an appropriate group namespace.

Group Name Optional. To search for aresponsibility based on the name of a group

that has this responsibility through its association with arole, enter an
appropriate group name.

Attribute Value

g items retrieved, displaying all items.

Optional. A specific responsibility detail value associated with a
responsibility.

Route Node Name : CashManagement, Document Type Mame

| Route Noﬂe Name : Travel, Document Type Name : DV, Actior

Actions Template Template Responsibility Responsibility

I Namespace y Name . Namespace Name

edit copy .KR—WKFLW ..Review .?CFS—FP w Required : true,...

dit copy| KR-WKFLW Review == —E Review Action Deta...

=l Mj—KR'WKFLW Review M w Details At R...

editicopi kR—WKFLW R it -KFS—FP M Eoetl;ﬁ.sl\lf.de MName : Purchasing, Document Type Name :
edit copy| KR-WKFLW S KES-FP Review ,if;l\.‘:;lel\f.o.de MName : Tax, Document Type Name @

edit copy| KR-WKFLW Review KF5-FP |Review Details AL R...

edit copv| KR-WKFLW Review |KFS-FR Review Action Detai...

edit

copy | KR-WIKFLW Review |KES-FP

Export options: CSV | spreadsheet | XML

|Review |Reguired...

The Responsibility results display contains the fields described in the table below.

Responsibility L ookup resultsfields

Title Description
Actions Actions allow selection of edit or copy for each responsibility displayed.
Template Namespace The code identifying the application and module the template pertains

to. Because responsibilities pertain to workflow, most responsibility
templates are associated with the KR-WKFLW (Kuali Rice-Workflow)
namespace.

Template Name

The template the responsibility is based on. A template usualy defines,
in abroad sense, what the responsibility is. Since responsibilities
normally are normally associated with action requests for user review,
most responsibilities have a template name of 'Review.

Responsibility Namespace

The code designating the application and module this responsibility is
associated with. This code usually corresponds to the namespace of the
document type for which the responsibility generates action requests.

Responsibility Name

The name of this responsibility. In most cases the responsibility name
will be the same as the associated template name (‘'Review').

Like permission names, responsibility names are not unique. Most OLE
responsibilities have a name of 'Review.
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.Document Type Name : PCDO, Route Node Name : Account,

Route Node Name : Campus, Document Type Name : DV, Acti

Route Node Name : PaymentMethod, Document Type Name :

Document Type Name : PCDO, Route Node Name : AccountFu
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Responsibility Detail Vaues Display only. Detailed information that defines what document this
responsibility generates action requests for, when the requests are
generated and how they are handled by workflow.

Unlike permissions, which sometimes have different detail values,
responsibility detail values generally contain the elements defined below.

routeNodeName: The point in adocument's workflow routing at which
this responsibility generates requests.

documentTypeName: The name of the document type for which this
responsibility generates action requests. This value may also be a parent
document type, which indicates that this responsibility appliesto all
child documents that contain the appropriate route node.

actionDetailsAtRoleMemberLevel: A True or Falseindicator that defines
where the system collects details of this workflow action request. If
thevalueis 'True,' the system collects action details when members are
assigned to therole. If the value is'False,' the system collects action
details when this responsibility is assigned to arole.

required: A True or False value that indicates whether the system is
required to generate an action request for this document type. If the value
is'True' and the document generates no requests associated with this
responsibility, then the document will go into exception status. If the
valueis 'False' and the responsibility generates no action requests, then
the document continues to route as normal.

Granted to Roles Lists the namespace and name of roles that have this responsibility. Click
on the linked name to view the Role Inquiry.

To view an Inquiry screen for aresponsibility, select the Responsibility Name of the appropriate row in
the search results. The Inquiry contains the same information displayed in the search resultsin a dlightly
different format.

Responsibility Inquiry
( Responsibility Attributes ~ hide .
Template Namespace: | KE-WKFLW - Workflow
Template Name: Review
Responsibility Namespace: | OLE-FURAP - Purchasing/Accounts Pavable
Responsibility Name: |Review REQS Initiator
{ Responsibility Detail Values ~ hide \

¥ hide | petail values ( documentTypeName - OLE_REQS )

Attribute Name: /documentTypeName Attribute Value: OLE_REQS
> hide | petail Values ( routeNodeName - Initiator )
Attribute Name: |routeNodeName Attribute Value: Initiator
- hide | petail Values ( required - FALSE )
Attribute Name: required Attribute Value: FALSE
¥ hide | petail Values ( actionDetailsAtRoleMemberLevel - FALSE )
Attribute Name: |actionDetailsAtRoleMemberLevel Attribute Value: FALSE
! Responsibility Assigned Roles ~ hide \
> hide Assigned Roles ( KR-WKFLW - Workflow - Initiator - Derived Role: Route Log )
Namespace: KR-WKFLW - Workflow Role Name: |Initiator Role Type Na

close

Document Layout

The Responsibility document includes Document Overview, Responsibility Info, and Responsibility
Details tabs.
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Doc Nbr:

Review Responsibility [z]

Initiator;

Document Overview N\

Document Overview

* Description: ||
Explanation:
Org. Doc. #:

" Responsibility Info 1\,

Responsibility Identifier: 10001

* Responsibility Namespace: :l
* Responsibility Name: ||Review

Responsibility Description:

<l

* Active Indicator:

g Responsibility Details \

* Document Type Name:

* Route Node Name:

|
|
* Action Details At Role Member Level: |F
* Required: |F
Qualifier Resolver Provided Identifier: li

g Notes and Attachments (0) \.
d Ad Hoc Recipients \,
g Route Log \.
N

[ submit .I_’ save .I‘clnse.]’ cancel .'j

Responsibility Info Tab

This tab identifies the responsibility with a unique system-assigned ID number, a namespace, name and
description.

d Responsibility Info -\

New

Responsibility Identifier: | 10000

* Responsibility Namespace: | w

* Responsibility Name: |F|eview

Responsibility Description:

* Active Indicator:
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Responsibility Info tab definition

Title Description

Responsibility Identifier Display only. The unique, system-assigned ID number that identifies this
responsibility.

Responsibility Namespace Required. An indicator that associates the responsibility with a particular

application and module.

Responsibility Name Required (defaults to 'Review’). A text name identifying this
responsibility. Note that thisis the only valid value for this document.
Y ou cannot use the Responsibility document to establish or modify
Responsibilities with the name 'Resolve Exception' -these require a
technical resource to modify.

Responsibility Description Optional. Enter atext description of what this responsibility does.

Active Indicator Required (defaultsto 'Y es)). Change the default selection if you wish this
responsibility to be inactive. Inactive responsibilities will be disregarded
by Workflow.

Responsibility Details Tab

This tab identifies the document type and route node associated with this responsibility. It also defines
other responsibility information such as whether or not the action details reside at the role member level.

Responsibility Details  hide L&

New

* Document Type Mame: | !

* Route Node Name: ||

* Action Details At Role Member Level: | []
* Required: | []
Qualifier Resolver Provided Identifier: ||
Responsibility Detailstab definition
Title Description
Document Type Name Required. Enter the name of the document type this responsibility is

associated with or use the Document Type L ookup % to search for

and select avalue.

Route Node Name Required. The name of the route node at which this responsibility should
be invoked.

Action Details at Role Member Level Required (defaults to False). Check this box if you want role members

associated with this responsibility to be able to define the type of
workflow action they will need to take in order to fulfill the action
request it generates.

Required Required (defaults to False). Check this box if you wish documents
of this type to go into Exception statusif this responsibility does not
generate at least one action request.

Qualifier Resolver Provided Identifier Optional. In most cases this field should be blank. It can be used as an
additional identifier KIM will use to choose the correct responsibility
information for a given doc type. The document type must pass the
provided identifier to KIM.

Thisisonly used in OLE based data for the routing of group documents.
The group type ID is populated here and determines how the document
routes (Chart and Organization type groups do organization review
routing and default group types do not).
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Locations

Locations

campus
Country
County

[

The Locations submenu group provides access to screens in which you define valid values for various

>

Postal Code
=tate

types of location information in OLE.

All OLE users may look up valid values in these documents, but only members of the KR-SY S Technical
Administrator or OLE-SY S Manager roles may copy, edit and create new codes via these documents.

These documents do not route for approval.

Campus

CampusMaintenanceDocument

The CampusM aintenanceDocument is used to identify the different fiscal and physical operating entities
of aninstitution for usein OLE. A campus may be identified as afiscal entity, a physical entity, or both.

When the user chooses the Campus option, the system displays the Campus L ookup screen. After the user
selects a campus or clicks the create new button, the system presents the CampusM ai ntenanceDocument.

Document Layout

CampusMaintenanceDocument [Z]

>

|Lucatiun5 o e Campus - Gampus Lookup

Doc Nbr:

3

Initiator:

=

Document Overview

[chde] \

* Description: ||

Explanation:
Org. Doc. #:

ovcumentoverien —

Edit Campus

Ehae] \

* Campus Code:

* Campus Name: ||

* Campus Short Name:

* Campus Type Code: | :l 3y

Motes and Attachments (0)

Ad Hoc Recipients

Route Log

» show \
» show \L.
bshow ]\

| submit | save | close | cancel |
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Edit Campus Tab
The CampusMaintenanceDocument includes the Edit Campustab.

In edit mode, the Edit Campus tab presents a display-only set of fields on the |eft and editable fields on
the right in which the user may enter changes.

Edit Campustab definition

Title Description
Campus Code Required. The unique identifying code assigned to a campus.
Campus Name Required. The familiar name for a specific university campus.
Campus Short Name Required. An abbreviated name for a specific campus; used in reportsin
which spaceislimited.
Campus Type Code Required. Indicates the type of campus. Valid values are:
B: - Both
F - Fiscal
P - Physical

Country

m S System S Locations > ® Country S Country Lookup >
CountryMaintenanceDocument

The Country Maintenance document is used to assign specific identifying codes to country names.

When the user chooses the Country option from the menu, the system displays the Country Lookup
screen. After the user selects a country or clicks the create new button, the system presents the Country
M aintenance document.
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Document Layout

. Doc Nbr: 5387 Status
CountryMaintenanceDocument |7
Initiator: |ole-khuntley| Created
expa
( Document Overview \
Document Overview
* Description: |
Explanation:
Organization Document Number:
Edit Country \,
New
* Country Code:
* Country Name: |
Alternate Country Code:
Active Indicator:
Notes and Attachments (0) N\
Ad Hoc Recipients \
Route Log M\
| submit || save || close || cancel |

Edit Country Tab

The Country Maintenance document includes the Edit Country tab.

In edit mode, the Edit Country tab presents a display-only set of fields on the left and editable fields on
the right in which the user may enter changes.

Edit Country tab definition

Title Description

Country Code Required. A unique identifying code assigned to a country.

Country Name Required. A familiar name of a specific country.

Alternate Country Code An alternative code assigned to a country.

Active Indicator Indicates whether this country code is active or inactive in OLE. Remove

the check mark to deactivate this country code.

m System | Locations Count County Code Lookup
> > > * Lounty > >

CountyMaintenanceDocument

The County Maint

enance document is used to assign specific identifying codes to county names.
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When the user chooses the County option from the Admin menu tab, the system displays the County
Lookup screen. After the user selects a county or clicks the create new button, the system presents the
County Maintenance document.

Document Layout

. Doc Nbr: |326¢
CountyMaintenanceDocument [7]

Initiator: |amd

I
Document Overview B
Document Overview
* Description: ||
Explanation:
Org. Doc. #:
Edit Counties ~ hide \
New
* Country Code: %
* County Code: ||
* State: 3
* County Name: ||
Active Indicator: |F
Dshow] \
Notes and Attachments (0) ¥ show
~
Ad Hoc Recipients ¥ show \
Route Log \

| submit | save | close | cancel |

Edit Counties Tab

The County Maintenance document includes the Edit Countiestab.

In edit mode, the Edit Countiestab presents a display-only set of fields on the left and editable fields on
the right in which the user may enter changes.

Edit Countiestab definition

Title Description

Country Code The country code for the country in which this county is located.

County Code A unique identifying code assigned to this county.

State The state abbreviation assigned to the state in which a county islocated.

County Name Required. The familiar name of this county.

Active Indicator Indicates whether the county code is active or inactivein OLE. Remove
the check mark to deactivate this county code.

Postal Code

m > M > | Locations _ « Postal Code S Postal Code Lookup >
PostalCodeMaintenanceDocument
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The Postal Code Maintenance document defines the zip code by city and state. When the user chooses
the Postal Code option from the Admin menu tab, the system displays the Postal Code Lookup screen.
After the user selects a postal code or clicks the create new button, the system presents the Postal Code
Maintenance document.

Note

The user may also enter acity and state to find the associated zip code.

Document Layout

PostalCodeMaintenanceDocument [7]

Doc Nbr:

3273

Initiator:

rd
Document Overview \
Document Overview
* Description: ||
Explanation:
Org. Doc. #:
Edit Postal Codes - hide \
New
* Country Code: (Y
* Ppostal Code: ||
* State: Gy
County Code: Y
* City Name: ||
Active Indicator: W
Motes and Attachments (0) \
Ad Hoc Recipients » show \
Route Log 1y

| submit | save | close | cancel |

Edit Postal Codes Tab
The Postal Code Maintenance document includes the Edit Postal Codes tab.

In edit mode, the Edit Postal Codes tab presents a display-only set of fields on the left and editable fields
on the right in which the user may enter changes.

Edit Postal Codestab definition

Title Description

Country Code The country code for the country associated with the zip (postal) code.

Postal Code Identifies a Postal Service code.

State Required. The state associated with the zip (postal) code.

County Code The unique identifying code for the county associated with the zip
(postal) code.

City Name Required. The name of the city associated with the zip (postal) code.

Active Indicator Indicates whether the postal code is active or inactive in OLE. Remove
the check mark to deactivate this postal code.
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State

2D .

System

| Locations = State

> >

StateMaintenanceDocument

State Code Lookup

The State Maintenance document defines the U.S. Postal Service codes used to identify states. When the
user chooses the State option from the Admin menu tab, the system displays the State Code Lookup
screen. After the user selects a state code or clicks the create new button, the system presents the State

M aintenance document.

Document Layout

StateMaintenanceDocument [7]

Doc Nbr: |3

Initiator: |2

Document Overview

Document Overview

[vhide] \

* Description: ||

Explanation:
Org. Doc. #:
Edit States + hide \
New
* Country Code: %
* State Abbreviation:
* State Name: |
Active Indicator: |F
Y
Notes and Attachments (0) L
Ad Hoc Recipients + show \
i
Route Log | b show \

Edit States Tab

| submit | save |

The State Maintenance document includes the Edit States tab.

close | cancel |

In edit mode, the Edit States tab presents a display-only set of fields on the left and editable fields on the
right in which the user may enter changes.

Edit Statestab definition

Title

Description

Country Code

apart.

A unique identifying code assigned to the country of which this stateis

State Abbreviation

The state abbreviation.

State Name

abbreviation.

Required. The full name of the state associated with the state

Active Indicator

Indicates whether the state code is active or inactive in OLE. Remove the
check mark to deactivate the state code.
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ldentity Management Reference

Identity Management Reference

Addreszs Type
Affiliation Twpe

Campus Tvpe

Citizenship Status

Email Tvpe

Employment Status

Employment Type

Entity Tvpe

External Identifier Type

Mame Type

Fhone Tvpe
Role/Group/Permission/Responsibility Tvpe

The Reference submenu group allows you to define valid types of personal information collected for KIM.
All OLE users may look up valid valuesin the reference tables.

Most of these tables cannot be updated directly by functional users. Adding new values or modifying
existing values requires technical assistance to ensure that code isin place to handle the new or modified
values.

Where editing is possible, only users with an appropriate role may copy, edit or create new codes in the
tables.

Address Type

RN | svstem | Reference , + address Tyoe o Address Type Lookup

The Address Type Lookup displays the types of addresses that may be associated with Person records
in KIM.

Note

Address types cannot be edited via the interface. Technical assistance is required to add new or
edit existing address types.

38



System Administration Documents

Document Layout

Address Type Lookup

Address Type Code:
Address Type Name:

Active Indicator: F YESF NOF Both

3 items retrieved, displaying all items.

Address Type Code

HM Home
OTH Other
WREK Work

Export options: CSV | spreadsheet | XML

Address Type L ookup results definition

search clear cancel
Address Type Name Display Sort Code

Title Description

Address Type Code Display only. The unique code for this type of address.

Address Type Name Display only. The familiar title of this address type.

Display Sort Code Display only. An aphabetical character used to determine the order in

which address types are displayed in the list on the Person document.

Active Indicator

Affiliation Type

Display only. Indicates whether this address type is active (in which case
the system displaysit in the Address Type list on the Person document).

RN | stem | neference , o afflistion Tupe . Affiliation Type Lookup

Affiliation types specify codes and text descriptions for the different types of affiliations that can be
associated with a Person record in KIM. These codes may be used for data sorting or retrieval purposes.

The Affiliation Type Lookup displays the valid affiliation code types.

Note

Affiliation types cannot be edited via the interface. Technical assistance is required to add new

or edit existing affiliation types.
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Document Layout

Affiliation Type Lookup

Affiliation Type Code:

Affiliation Type Name: |

Active Indicator: ’? Yeg,? No’? Both

search clear cancel

4 items retrieved, displaying all items.

Affiliation Type Code Affiliation Type Name Display Sort Code
AFLT Affiliate d
FEETY Faculty b
STAFF Staff c
STONT Student a
Export options: C5V | spreadsheet | XML
Affiliation Type Lookup results definition
Title Description
Affiliation Type Code Display only. A unique code that identifies this type of affiliation. The
base values are:

AFLT = Affiliate, FCLTY = Faculty, STAFF = Staff, STDNT = Student

Affiliation Type Name Display only. A text description of this type of affiliation.

Display Sort Code Display only. An aphabetical character used to determine the order in
which the system displays affiliation typesin the list.

Active Indicator Display only. Indicates whether this type of affiliation is active (in which
case the system displaysit in the Affiliation Typelist on the Person
document).

Campus Type

m _ | System | Rpeference . » Campus Type - Campus Type Lookup .
CampusTypeMaintenanceDocument

When the user selects Campus Type from the Admin menu tab, the system displays the Campus Type
L ookup. From this screen, the user may either create anew type or search for an existing type. Thisdefines
the valid types of campuses that can be selected when creating a new campus.

After performing a search based on user-specified criteria, the system displays a results table. The user
may then choose to edit or copy aretrieved record.

After the user selects create new, edit, or copy, the system displays the Campus Type Maintenance
document. This document allows users to add and maintain campus types.

Note

While anyone can view the current values for campustype, only members of OLE-SY S Manager
or KR-SY S Technical Manager roles can create new campus types or edit existing values. This
document does not route for approval.
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Document Layout

q Doc Nbr: |5395 Status:
CampusTypeMaintenanceDocument |7
Initiator: ole-khuntley| Created:
expa
( Document Overview \L

* Description: |

Organization Document Number:

Explanation:

Edit Campus Type \\

* Campus Type Code:

* Campus Type Name: |

Notes and Attachments (0) \\
Ad Hoc Recipients \
Route Log \

| submit || save || close || cancel |

Edit Campus Type Tab
The Campus Type Maintenance document includes the Edit Campus Type tab.

In edit mode, the Edit Campus Typetab presents adisplay-only set of fieldson theleft and editable fields
on the right in which the user may enter changes.

Edit Campus Type tab definition

Title Description
Campus Type Code Required. Enter a code to identify this type of campus.
Campus Type Name Required. Enter a descriptive name for this campus type.

Citizenship Status

System " .
m S ¥ S | Reference S Citizenship Status

>
Citizenship Status Lookup
The Citizenship Status Lookup is used to display the types of statuses that may be entered on a Person
record in KIM.
Note

Citizenship Status cannot be edited viathe interface. Technical assistanceisrequired to add new
or edit existing status types.
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Document Layout

Email Type Lookup [7]

Email Type Code:

Email Type Name:
Active Indicator: |? Yeg| NOF Both

search clear cancel
3 items retrieved, displaying all items.
F Email Type Code " Email Type Name Display Sort Code A
HM Home |b Yes
OTH |Other c |Yes
WRK Work a Yes
Export options: CSV | spreadshest | XML
Citizenship Status L ookup results definition
Title Description
Citizenship Status Code The code used to identify citizen status.
Citizenship Status Name The familiar name of the citizen status.
Active Indicator Display only. Indicates whether this citizen status typeis active (in
which case the system displaysit in the Citizen Status list on the Person
document).

Email Type

m> Sy!‘-‘tem S Reference S ™ Ema|| T][EE > Email T}'FIE LOOHUP

The Email Type Lookup is used to display the types of email addresses that may be entered on a Person
record in KIM.

Note

Email types cannot be edited viathe interface. Technical assistance isrequired to add new or edit
existing email types.

42



System Administration Documents

Document Layout

Email Type Lookup [7]

3 items retrieved, displaying all items.

Email Type Code:

Email Type Name:
Active Indicator: |? Yeg| NOF Both

search clear cancel

Email Type Code Email Type Name Display Sort Code
HM Home b
OTH |Other c
WRK Work a
Export options: CSV | spreadshest | XML
Email Type Code L ookup results definition
Title Description

Email Type Code

Display only. A unique code identifying this type of email address. The
base data values are:

HM = Home, OTH = Other, WRK = Work

Email Type Name

Display only. A descriptive label for thistype of email address.

Display Sort Code

Display only. An alphabetical character used to determine the order in
which email address types are displayed in the list on the Person record.

Active Indicator

Employee Status

>

Employee Status Lookup

Display only. Indicates whether this email address typeis active (in
which case the system displays it in the Email Type list on the Person
document).

> Reference > » Employee Status

>

The Employee Status L ookup allows you to view the various status codes that can be assigned to afaculty
or staff type of affiliation on the Person document in KIM.

Note

Employee statuses cannot be edited viathe interface. Technical assistanceisrequired to add new

or edit existing employee statuses.
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Document Layout

Employee Status Lookup

Employee Status Code:

Employee Status Name:

7 items retrieved, displaying all items.

Employee Status Code

1= i@ 1o 1= e 1o e

Export options: CSV | spreadsheet | XML

Employee Status L ookup definition

Display Sort Code:

Active Indicator: F Yesl? NUF Both

—

search clear

Employee Status Name

cancel

Active 01
|Deceased 99
On Non-Pay Leawve 04
| Status Mot Yet Processed 03
_Processing 0z
Retired 10
Terminated 97

Display Sort Code

Title

Description

Employee Status Code

Display only. A unique code to identify this employee status code. The
base data values are:

A = Active, D = Deceased, L = On Non-Pay Leave, N = Status Not Yet
Processed, P = Processing, R = Retired, T = Terminated

Employee Status Name

Display only. A descriptive label for this employee status.

Display Sort Code

Display only. A numeric value used to determine the order in which
employee statuses are displayed in the list.

Active Indicator

Employee Type

>

The Employee Type Lookup alows you to view the various status codes that can be assigned to afaculty

Display only. Indicates whether this employee status is active (in which
case the system displaysit in the Employee Status list on the Person
document).

Reference s Emplovee Type - EMPloyee Type Lookup

or staff type of affiliation on the Person document in KIM.

Note

Employee types cannot be edited via the interface. Technical assistance is required to add new

or edit existing employee types.
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Document Layout

Employee Type Lookup [7]

3 items retrieved, displaying all items.

Employee Type Code

oo |I=

Export options: CSV | spreadsheet | XML

Employee Type Code:
Employee Type Name:
Active Indicator: ’? ves| Nol? Both

search clear cancel
| Employee Type Name | Display Sort Code
|Nen-Professional |02
|Other |99
Professional 01

Employee Type L ookup results definition

Title Description

Employee Type Code Display only. A unique code identifying this type of employee. The base
data values are:
N = Non-Professional, O = Other, P = Professional

Employee Type Name Display only. A descriptive label for thistype of employee.

Display Sort Code Display only. A numeric value used to determine the order in which
employee types are displayed in the list.

Active Indicator

Entity Type

Display only. Indicates whether this employee type is active (in which
case the system displaysit in the Employee Type list on the Person
document).

Reference > = Entity Type > Eﬂtlt}l" T}I"FIE LOOHUP

The Entity Type Lookup displays the various entity types recognized in KIM.

Note

Entity types cannot be edited via the interface. Technical assistance is required to add new or

edit existing entity types.
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Document Layout

Entity Type Lookup [7]

Entity Type Code:
Entity Type Name:

Active Indicator: ,? Yesl? No,? Both

search clear cancel

2 items retrieved, displaying all items.

Entity Tyvpe Code Entity Tvpe Name
PERSON Person 01

SYSTEM System 02

Display Sort Code
Export options: CSV | spreadsheet | XML

Entity Type L ookup results definition

Title Description
Entity Type Code Display only. A unique code that identifies this entity type. The base data
values are:

PERSON = Person, SYSTEM = System
Entity Type Name Display only. A descriptive label for this entity type.

Display Sort Code Display only. A numeric value used to determine the order in which
entity types would be displayed in alist.

Active Indicator Display only. Indicates whether this entity typeis active. Because entity
types are not viewable elsewhere in the application, inactivation will
have no apparent effect.

External Identifier Type

System -
m > ¥ > Reference > # External Identifier Type >

External Identifier Type Lookup

The External Identifier Type Lookup displays the identifiers that may be associated with a Person record
that has been generated by a non-Kuali system. The only example in OLE base datais Tax |D number.

Note

External identifier types cannot be edited viathe interface. Technical assistanceisrequired to add
new or edit existing external identifier types.
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Document Layout

External Identifier Type Lookup

External Identifier Type Code:
External Identifier Type Name: |

Active Indicator: F Yes,? NUF Both

search clear cancel
One item retrieved.
External Identifier Type Code External Identifier Type Name Display Sort Code
TAX Tax 1D 03
Export options: €35V | spreadsheet | XML
External Identifier Lookup results definition
Title Description
External |dentifier Type Code Display only. A unique code that identifies this external identifier type.
The base datavalueis:
TAX =Tax ID
External Identifier Type Name Display only. A descriptive label for this external identifier type.
Display Sort Code Display only. A numeric value that determines the order in which

external identifier types are displayed in the list.

Active Indicator Display only. Indicates whether this external identifier typeis active.

Name Type

m> System > | Reference _ e Name Type . Entity Name Type Lookup

The Entity Name Type Lookup allows you to view the types of names that can be associated with aperson
on the Contact tab of aKIM Person document.

Note

Name types cannot be edited viathe interface. Technical assistanceisrequired to add new or edit
existing name types.
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Document Layout

Entity Name Type Lookup

Entity Name Type Code:

Entity Name Type Name: |

Active Indicator: F YESI? NDF Both

search clear cancel
3 items retrieved, displaying all items.
Entity Name Type Code | Entity Name Type Name Display Sort Code
OTH Other c
PRFR Preferred :
PRM Primary a
Export options: CSV | spreadsheet | XML
Entity Name Type L ookup results definition
Title Description
Entity Name Type Code Display only. A unique code that identifies this type of name. The base
datavalues are:

OTH = Other, PRFR = Preferred, PRM = Primary
Entity Name Type Name Display only. A descriptive label for this name type.

Display Sort Code Display only. An aphabetic value that determines the order in which
name types are displayed in the list.

Active Indicator Display only. Indicates whether this name type s active (in which case
the system displaysit in the Name Typelist on the Person document).

Phone Type

m S Syﬁtﬂm S Reference S Phl_:ll'lﬁ Type > PhonE Type LOOHUP

The Phone Type Lookup displays codes that identify various categories of phone numbers on the Person
document.

Note

Phone types cannot be edited via the interface. Technical assistance is required to add new or
edit existing phone types.
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Document Layout

Phone Type Lookup

Phone Type Code:

Phone Type Name: |
Active Indicator: ,? Yes| T No,? Both

search clear cancel

4 items retrieved, displaying all items.

Phone Type Code Phone Tyvpe Name Display Sort Code
HM |Home b
MBL |Mobile c
OTH Other d
WREK Work a
Export options: CSV | spreadsheet | XML
Phone Type Lookup results definition
Title Description
Phone Type Code Display only. The code that identifies the type of phone number.
Phone Type Name Display only. The descriptive name for this type of phone number.
Display Sort Code Display only. An aphabetic value that determines the order in which
phone types are displayed in the list.
Active Indicator Display only. Indicates whether this phone type is active (in which case
the system displaysit in the Phone Type list on the Person document).

Role/Group/Permission/Responsibility Type

m S System S Reference S * Role/Group/Permission/Responsibility Type S

Kim Type Lookup

When the user selects the Role/Group/Per mission/Responsibility Type option from the Admin menu
tab, the system displays the Kim Type Lookup screen. Types are used to associate similar roles, groups,
permissions and responsibilities. For example, all roles with the type of 'Campus will collect a campus
code for each member as a piece of qualifying data to tell KIM which campus that member is associated
with. New types cannot be created via the interface. Development work needs to occur to make sure that
KIM knows how to handle any new type added to the system.
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Document Layout

Kim Type Leokup

Hamespace Code;  ©8-MS - Heasvous S Das

I'ype Mame:
Type tdentifier
Active Indlcstor ® veg 7 e © pph

samar o by

LG e relrisved, dispdaping &l items

Hameepars Dade
KR-ME
KR-MS
KR-MS
KR-M5
KR-ME
ER-HE
ER-HE
ER-HE
Ki-HE
KR-ME
KR-MS
KR-MS
KR-M5
KR-ME
ER-HE

Eanyad Bales Fammizacn (Goen Dacumassk]
Hemesnacs

¥ Ty hoent T

Kim Type Lookup results definition

FEEEREERERREEEEE

Title Description

Namespace Code Display only. The namespace code associated with this type.

Type Name Display only. The descriptive name of this type. Clicking the name takes
you to the Type Inquiry and displays the same information available in
the lookup plus the name of the KIM service this type is associated with.
The'service' isthe piece of code that tells KIM how to interpret roles,
groups, permissions or responsibilities of agiven type.

Type Identifier Display only. The unique identifying number assigned to this type.

Active Indicator

responsibilities.

Display only. Indicates whether thistype is active. Inactive types are not
eligible for selection when creating new roles, groups, permissions, or
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Chapter 2. Location Administrative
Documents

Location Lewvel
Location

Location Import
m> Location S Location Summary

Location attribute maintenance e-docs are available via the L ocation submenu on the Admin menu tab.

Maintenance docs may be viewed by OLE users but only those in an administrative role may edit any
of the e-docs.

Location Level

) . [tocton . @ Location lever . Ole Location Level |
Location Level

L ocations are structured so that alocation can be part of another location. The various levels that make up
alocation are named and structured in this maintenance document.

Document Layout
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Location Level

Document Number: 4354

Docum

Initiator Network Id: admin Creation

¥ Document Overview

* Description: Explanation:

Organization Document Number:

¥ Add/Edit Location Level

old

Level Code: INSTITUTION

Lewvel Name: Institution

Parent Level Id:

» Notes and Attachments (D)

» Ad Hoc Recipients

* Route Log

New

INSTITUTION

Institution

l submit l l save l l blanket approve l l close

| Cancel

The OLE Location Level document includesthe Add/Edit L ocation L evel tab. The system automatically
enters datainto both the Old and New sections in this tab. Selected datafields are available for editing.

Add/Edit Location Level tab definition

Title Description

Level Code The code to identify location level

Level Name Required. The familiar title of thislocation level
Parent Level ID Thelevel in the hierarchy above thislocation level

Location

>

Location

Location > 9 Location

Location Lookup

>

The goals of the location system are to:

1. Model the organization’s structure clearly and accurately.

2. Support storing configuration information at the appropriate level of the organizational structure.

>

3. Allow libraries to establish policies for a location that apply to the organization’s components. This
makes administration easier.
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4. Support modeling relationships between parts of the organization.
5. Support consortial models.

The general ideaisthat alocation’s setting or policy will automatically apply to the location’s children,
unless the children override the setting.

Document Layout

Document Number: 4355

Location

Initiator Network Id: admir

¥ Document Overview

* Description: | | Explanation:

Organization Document Number: l:l

¥ Add/Edit Location

old New

Location Code: B-EDUC lBEOUC
Location Name: Blmatn - Education Library I@
Location Level: 3 3
Parent Location:

P Notes and Attachments (0)

» Ad Hoc Recipients

» Route Log

I submit I I save I I blanket approve I I close I Cancel

The OLE Location document includes the Add/Edit L ocation tab. The system automatically enters data
into both the Old and New sectionsin thistab. Selected data fields are available for editing.

Add/Edit L ocation tab definition

Title Description

Location Code The code to identify the location of the Instance Record. Each location
must have a unique code with a maximum length of 40 characters.

Location Name Required. The familiar title of the location. Maximum length is 100
characters.

Location Level Required. The numerical representation of the location hierarchy.

Locally configured, valid values are 1-5.

Parent Location If the location level isNOT 1, chose a parent location by clicking on the
magnifying glassicon. A valid parent location must be at a higher level
than the new location being created.
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Location Import

m> Location > Location Import > Lﬂcatiﬂn Impﬂn

As an dternative to inputting locations manually, OLE allows users to load locations using an XML file
conforming to asimple schema. The upload will collect datafrom asingle XML file, parseit, and load the
locations. The upload will match on location codes and create new locations for entries without a code,
and update existing locations with a code.

Note

L ocation Import would most likely be used only during system setup or refresh or any time you
need to batch load locations.

Once Locations are |oaded, you may access them in OLE Locations.

Note

For more information about OLE L ocations, see above.

A sample location file that validates to our current coded schemais found at the OLE demo Web site:

https://wiki.kuali.org/display/OL E/OL E+Samplet+Filest+for+0.8

Process Overview

1. From the Location Import screen, select afile to upload.

Home » Location Import »

Location Import

Location Upload: [ Browse_ ] Mo file selected.

Upload ‘ l Cancel ‘

Note

Y ou may need to pre-process files to match the schema.

Upload
Click the button to processthe file.
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A success or failure message will appear above the upload field:

Home » Location Ingest »

Location Ingest

Location File Uploaded successfully with Total:53 ,Sucess:53 , Failure :0

Location Upload: | Browse_ | No file selected.

Upload l Cancel ‘

3. To review the summary, return to the Admin menu and click on the L ocation Summary located on
the L ocation submenu.

Note

For more information about the L ocation Summary, see below.

Y ou may aso view locations from L ocation (also on the L ocation submenu).

Note

For more information about locations, see above.

Business Rules

Locations will be rejected if:

» A location’s parent location references alocation that does not exist.

» A location’s parent location matches alocation at alower level of the location hierarchy.

» A location’slevel code does not match alevel code in the system.

Note that when |oading | ocations that reference parent locations, the parent locations must already bein the
system for the child locations to be created. If you try to load the child locations first, they will be rejected

because OLE will not find their location codes. Users need to order theload file so that the parent locations
come before the child locations, or |oad the higher-level locations before the lower-level locations.

Location Summary

2. Location _ & Location summary _ Ol€ Location Summary Lool

The Location Summary stores uploaded files and allows users to review the xml files uploaded to OLE. It
will also give basic information as to record creation, deletion and modification.
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Process Overview

1.
search

From the lookup screen, click to perform a blank search:

Ole Location Summary Lookup

File Name:

Principal name ingested/loaded:

Date ingested/loaded: H
clear values cancel
Location File Name No. of Total No. of No. of No. of Failed Princi
Summary ID * Record Created Updated Record inges
Record Record
4 Dukelocations.xml 190 190 0 0
5 IndianalLocations.xml 239 239 0 0
6 UChicLocations.xml 174 174 0 ]
7 iu 53 7 45 0 admin

librariesSampleLocations.xml

Showing 1 to 4 of 4 entries

The location summary search results will present users with the L ocation Summary ID, File Name,
No of Total Records, No. of Created Records, No of Updated Records, No. of Failed Records.

2. You may now view locations from L ocation.

Note

For more information about locations, see above.
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Documents

Batch
Batch Job

Deliver Notices
Batch/Scheduled Jobs

Batch Semaphore File Upload
Batch File

Schedule

Special Batch File Upload

[ ramin |8

These screens represent places where users can upload files used by various OLE batch jobs, run batch
jobs and seefiles generated by those jobs for Accounts Receivable, Financial Processing, General Ledger,
and System processes.

Batch Job

Deliver Notices

Batch/Scheduled Jobs

Batch/Scheduled lobs

« Batch Semaphore File Upload
+ Batch File
-
L ]

Scheduls
Special Batch File Upload

>

These options allow users to run OLE batch jobs and to view the files that they output.

Batch Semaphore File Upload

Batch File

m> Batth  _ Batch/Scheduled Jobs 5  Batch Fil= - Batch File Lookup

The Batch File lookup allows usersto view OL E files, reports and logs. Users can search for filesby name,
date and by indicating what OLE file directory they reside in. Batch files can be downloaded or deleted.

Only members of OLE-SY S Manager group can download and act on batch files through thisinterface.

57



Batch Administrative Documents

| Zuali.

open library environment

(=1 action list | (8 doc search |

Batch File Lookup

Batch File Lookup screen definition

Main Menu Maintenance Administration Rice 2

Logged in User: ole-khuntley

staging -

pdp
paymentLoadSummary
paymentimport
bankFederalReserve
paymentExtract

sys
batchContainer

select
vendortransmissionfiles
bibInfo

m

File Path:

fp
procurementCard
purap
electronicInvoice -

File Name: |

Last Modified Date From: 3
Last Modified Date To: 3

search clear cancel

Title

Description

File Path

Select the directory or sub-directory in which the file you wish to
retrieve resides. Click the directory you wish to search.

In the default configuration the 'reports' directory contains reports and
log files generated by batch jobs. These reports exist in sub-directories
corresponding to the module that owns the batch job.

The Staging directory contains input files brought into OLE (such

as procurement card or collector upload files) aswell as export files
generated by OLE (such as check files from PDP). These reports also
exist in sub-directories corresponding to the module they are associated
with.

Some modules may have additional sub-directories further dividing their
Staging output.

File Name

Enter the file you wish to retrieve.

Last Modified Date From

Enter or use the calendar to select a beginning date range for your search.

Last Modified Date To

Enter or use the calendar to select an ending date range for your search.

Reports that match your search will be displayed, showing their name, location and file size (in bytes.)
Optionsin the Actions column allow you to Download or Delete the files.

Actions File Path
Download Delete staging/fp/procurermentCard
Download Delete staging/fp/procurementCard
Download Delete staging/fp/procurementCard
Download Delete staging/fp/procurementCard
Download Delete staging/fp/procurementCard
Download Delete staging/fp/procurementCard
Download Delete staging/fp/procurementCard

File Mame
transactionwithExtraFields.xml
allTransDifferentCC xcml
allTransSameCC . xml
badChartData.xml
bad¥mlFile.xml
fieldsInwrongCrder.cml
transactionsl.xml
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Note that manually deleting files viathisinterface should be done with great caution. Thereisno interface
to undo a deletion and removing certain files may cause batch jobs or processesto fail.

The most common use for deleting afile is to remove a'.done' file from data files such as those created
by the GLCP, LLCP or uploaded via the Collector. OLE creates two files for these particular processes,
one ending in a'.data extension and another ending in a'.done' extension. Deleting the '.done’ extension
file will keep the associated '.data file from being processed by its associated batch processes but leave
the datafile itself for reference.

Schedule

m > Batch > Batch/Scheduled Jobs 5 * Schedule . Batch Job Lookup
Modify Batch Job

The Schedule option allows users to view, schedule or execute OLE batch processes (commonly called
'jobs’ or 'batch jobs).

Only members of OLE-SYS Operations or KR-SYS Technical Administrator role modify batch jobs
though this interface though all users can use the batch job lookup. Members of OLE-SY S Operations
can edit any existing schedule job belonging to an OLE namespace. Members of KR-SY'S Technical
Administrators can edit any existing schedule job belonging to the KR namespace.

When you select the Schedule option from the Admin menu, the system displays the Batch Job Lookup.
This screen alows you to search for batch jobs by namespace, name, group, and statuses.

| Zuali.

open library environment Main Menu | Maintenance EGIGIGIGGELGLE | Rice 2

[_1 action list ][C%j doc search ] Logged in User: ole-khuntley

Batch Job Lookup [

Namespace: |
Job Name: l—
Job Group: I:E
Job Status: I:E

search clear cancal
Batch Job L ookup screen definition

Title Description

Namespace Select the Namespace (application and module) the job is associated
with.

Job Name Enter the name of the job prescribed by the system.

Job Group Select from the Job Group list. The valid selections are Scheduled: Jobs
which are on the standard schedule. Jobs in this group are automatically
executed by the schedulerJob. Unscheduled: Normal groups, all jobs are
present in this group. These jobs must be executed manually.
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Job Status Select from the Job Status list. The valid selections are:

Job failed during execution

Lookup.
The screen returns the applicable list of jobs:
Actions Namespace Job Name Job Group Job Status
Modify OLE-COA populatePriorYearDatalob unscheduled
Modify OLE-COA cfdalob unscheduled
Modify OLE-COA addPricrYearAccountslob unscheduled

Click the M odify link to open the Modify Batch Job maintenance e-doc.

Document Layout

From the Modify Batch Job e-doc, you can run the standard scheduler.

Scheduled: Job has been scheduled for later execution Succeeded: Job
finished executing successfully Cancelled: Job was cancelled, either
before or during execution Running: Job is currently executing Failed:

For more detail about the status of ajob or any problems it encountered
while executing you can view its associated |og file using the Batch File

Next Run Time

Steps
updatePrioryearDat
cfdaBatchStep

addPriorYearAccour

Running

Start Step:
End Step:
Start Date/Time:

Results Email
Address:

mail to me
run

Modify Batch Job
(" ob Info - hide L
Job Info
Job Mame: |purchasingPreDisbursementExtractlob Job Group: unscheduled
Job Batch File lookup (to retrieve logs and
Status: reports
Steps - hide \,
Name
purchasingPrelisbursementImmediatesExtractStep
purchasingPrelDisbursementExtractStep
Dependencies - hide "k
autoApprovePaymentRequestslob (softDependency)

Note

When the server is restarted, the Job Info values revert back to the original setting unless the

configuration is changed.

This e-doc contains the Job I nfo tab, the Steps tab, and the Dependencies tab.
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Job Info Tab

The Jab Info tab displays the basic information about the job and allows you to schedule or unscheduled
the job. The Job I nfotab includes three sections: Job I nfo, Running, and Other Commands.

Job Info Section

In addition to listing the basic information about the job, clicking the Batch File Lookup URL takes you
to the Batch File Lookup screen where you may view logs and reports generated by batch jobs.

Batch File Lookup

staging
pdp
paymentLoadSumn
paymentImport
bankFederalReseary
paymentExtract
sysS
File Path: batchContainer
select
vendortransmissior
bibInfo
fp
procurementCard
purap
electronicInvoice

File Name: |

Last Modified Date From: H
Last Modified Date To: 3

search clear cancel

Running Section

The Running section allows a user to control ajob schedule. When the user has appropriate access, the
Running section displays information necessary to schedule ajob.

By default, when clicking the run button, the system runs all steps of the job immediately or you may
schedule the job to start at the specified date and time.

Note

These parameters can be modified to only run a subset of steps on ajob (shown in the Stepstab).
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Running

Start Step: 1
End Step: 2
Start Date/Time: H

Results Email
Address: mail to me
FLIM

If you want to receive an email after the job completes, fill in the email address field or click the Mail to
M ebutton to populate the email address from your user profile into the field. Otherwise, an email will be
sent only on job failure, and it will be sent to the batch mailing list.

Other Commands Section

Y ou may issue the following commands from this section:

Click e il to remove the job from the scheduled group. Clicking '‘Unschedule’ will

remove the job from the scheduled group even if you are viewing an unscheduled version of the job
when you click it.

* If ajobiscurrently running, you can request that it beinterrupted. This does not guarantee animmediate

stop.
Steps Tab
The Stepstab displays al the steps that make up this batch job. Steps are displayed in the order they are
performed.
Steps - hide L%
# Name
1 purchasingPreDisbursementlmmediatesExtractStep
2 purchasingPreDisbursementExtractStep

Dependencies Tab

The Dependenciestab displaysall the other jobs on which the scheduled version of the current job depends.
Batch jobs can have hard or soft dependencies. A soft dependency meansthat thisjob will not run until that
dependent job has completed, but will run regardless of whether or not the job it depends on completed
successfully. A hard dependency indicates that the job must not only complete before this job runs but it
must complete successfully.

Note that you can run an unscheduled job without regard to the specified dependencies. The job will run
automatically when the run button is clicked.
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s Dependencies \'"

autoApprovePaymentRequestslob (softDependency)
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Administrative Documents

[ 2amin |8

Batch Framework

Batch Procezs Tvpe

Batch File Tvpe
Batch Process Filter Criteria

Batch Proce

== Profile
Batch Process

Batch Process Job Details
Batch Process Scheduls

The Batch Framework submenu allows you to perform avariety of functional and technical activities that
process catal oging records in batch.

Batch Process Type

M> Batch Framework . Batch Process Tvpe > Batch Prncess Type

The Batch Process Type is a maintenance document used to support batch process profile. Y ou cannot
add or edit Batch Process Types.

Batch Process Type

Batch Process Type Id

1z
13
14
15
16
17
18

Batch Process Type Id: e
Batch Process Type Name:
Batch Process Type Code:

Batch Process Type Active: |-

clear values cancel

Batch Process Type Name Batch Process Type Code

COrder Record Import ard_rec
Invoice Import inv_ing
Batch Delete bat_del
Batch Export bat_exp
Fatron Import pat_ing
Bib Import imp_bib
Location Import loc_ing

Showing 1 to 7 of 7 entries

As a function of OLE, you may search for batch process types. Execute a blank search to review the
available batch process types.
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Batch File Type
BB . eetohFramevork . san e 7vpe - OLEBatchProcessFileType

The Batch File Type is a maintenance document used to support batch process profile. Y ou cannot add
or edit Batch File Types.

OLEBatchProcessFileType

1d:

File Name:

File Type: EI
Data Type: El
clear values cancel
1d 4 File Name % File Type
4 *ML *ML
5 EDI EDI
& MRC MRC

Showing 1 to 3 of 3 entries

Asafunction of OLE, you may search for batch file types. Execute a blank search to review the available
batch file types.

Batch Process Filter Criteria

m S Batch Framework > Batch Process Filter Criteria >
OLEBatchProcess Filter Criteria

The Batch Process Filter Criteriaisamaintenance document used to support batch process profile. You
cannot add or edit Batch Process Filter Criteria.
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OLEBatchProcess Filter Criteria

Field Id:
Field Name: El
Field Display Name: El
Field Type: El
............... search | clear values cancel

Field Id 4 Field Display Name % Field Name
1 Date Updated dateUpdated
2 Cate Entered dateEnterad
3 Created By createdBy
4 Updated By updatedBy
L Bib Local ID Localld_search
6 Bib Status Status_search
7 Staff Only staffonlyFlag

Showing 1 to 7 of 7 entries

As afunction of OLE, you may search for batch process filter criteria. Execute a blank search to review
the available batch process filter criteria.

Batch Process Profile

m > Batch Framework . Batch Process Profile - Bat[}h P"]CESS PrI]fI|B

When you select the Batch Process Profile link from the Admin menu, the system displays the Batch
Process Profile lookup. This screen allows staff to search for and edit preexisting Batch Process Profiles
or create new.
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Document Layout

Document Number: 5026 Docum

Batch Process Profile

Initiator Network Id: cle-khuntley Creation T

¥ Document Overview

* Description: || | Explanation:
Organization Document Number: l:l P
Batch Process Name: |Te5t_Patrun_Irnpurt | Description: | Test Desc_Patron
Batch Process Type: |pﬂtmn Import | N

» Notes and Attachments (0)

» Ad Hoc Recipients

» Route Log

When creating a new Batch Process Profile, the only unique tab isthe Main Section. However, depending
ontheBatch Process Typethat isselected, different tabsare availablefor adding or modifyinginformation
for the profile.

Main Section tab

The Main Section tab contains basic information about the Batch Process Profile. Additional fields will
appear in the Main Section tab depending on the Batch Process Type that is selected.

Batch Process Name: | |

Batch Process Type: | | (@)
Main Section definition
Title Description
Batch Process Name Enter the name of the Batch Process.
Batch Process Type Required. Enter the type of batch process or search for it from the lookup

\ E}'!"'I. For example, import patron, export bib, import order.

Description Display only. Indicates whether the vendor is a parent or child record.
KRMS Profile If the Order Record Import typeis selected, select the KRMS Profile
from the dropdown list.
Note

For 1.0, choose Y BP.
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Requisitions for Titles If the Order Record Import typeis selected, select from the dropdown
list to have one requisition created per title or one requisition created for
the order.

Datato Export If the Batch Export typeis selected, select from the drowdown list to
have only bibliographic data exported or bibliographic and instance data
exported.

Export Scope If the Batch Export typeis selected, select from the dropdown list how
much should be exported: full export, filtered, incremental, or full except
staff only bibs.

For Patron import, L ocation import, and I nvoiceimport, the Main Section is the only tab available for
adding or editing information.

Click (_ submit :'_
Additional information for all other batch process types will be addressed below.

Order Record Import: Constant and Default Values Tab

If the Order Record Import typeis selected from the Main Section, anew tab will load. The Constant
and Default Valuestab is used to keep MARC bib, holding, or item fields as default or constant values.

Enter the constant or default values and click .

Note

Do not forget to select items for the additional Main Section fields.

Batch Process Name: Description:
Batch Process Type: |Orger Record Import a
KRMS Profile: lz‘ Requisitions For Titles: |

¥ Constant and Default Values

* Data Type Select Field Name Enter Field Name Field value Default/Const

El El © Default

Constant and Default Values definition

Title Description
Data Type Select the type of date (bib, holding or item) from the dropdown list.
Select Field Name If you selected holding or item from the Data Type, select the field
name from the dropdown list.
Enter Field Name Enter the field name to be defined as the constant or default value.
Field Value Enter the field value to be defined as the constant or default value.
Default/Constant Select the radio button for default or constant.
Action
Click to add the Default or Constant value.

Once your Order Record Import profile is completed, click | submit
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Batch Delete: Bib Match Point Tab

If the Batch Delete type is selected from the Main Section, a new tab will load. The Bib Match Point
tab is used to determin what bibliographic records will be deleted from OLE. Enter the match point and

click . Users may add as many match points asis necessary.

* Bib Match Point

Match Point Ac
=
Showing 0 to 0 of 0 entries

Batch Export

If theBatch Export typeis selected from the M ain Section, four additional tabswill load: Filter Criteria,
Data Mapping, Delete Field, and Rename Field .

Note

Do not forget to select items for the additional Main Section fields.
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Batch Process Name: | |

Batch Process Type: |Bﬂtch Export | ()

Data To Export: | E”

¥ Filter Criteria

* pData Type 4 gelect field Name % Enter Field Name % Field value % Field Range |

Showing 0 to 0 of O entries

¥ Data Mapping

Actions

¥ Delete Field

Field Name 4 First Indicator % Second Indicator % SubField % SubF

] ] ] ] [

Showing 0 to 0 of 0 entries

¥ Rename Field

Original Tag 4 1nd1 % Ind2 % Subfield 4% Subfield contains % Rename Tag % Ind1 & In
] I R A O B L] 1 |C

Showing 0 to 0 of 0 entries

Filter Criteria Tab

If you chose filter in the Export Scope field of the Main Section, enter the filter criteriain the Filter

Criteriatab and click .

¥ Filter Criteria

* Data Type 4 gelect field Name % Enter Field Name % Field value % Field Range From

[ & = | || || |

Showing 0 to 0 of 0 entries

Filter Criteria definition

Title Description

Data Type Select the type of date type (bib, holding or item) from the dropdown
list.

Select Field Name Select the field name from the dropdown list.
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Enter Field Name If the field name does not appear in the Select Field dropdown list, enter

the field name to be defined as the constant or default value.
Field Value Enter the field value to be defined as the constant or default value.
Field Range From

Enter a beginning field range to limit the filter.

Field Range To Enter an ending field range to limit the filter.

Action
Click to add the filter criteriavaue.

Data Mapping Tab

Click to add data mapping options.

Datamappingisdivided into two sections. Thefirst identifiesthe sourcefield for the export and the second
identies the destination field for which OLE will map to. Enter the source and destination information and

click the button next to Priority.

¥ Data Mapping

Actions
Data Mapping Option
* Data Source Enter Source Field Source field Value  * Destination Data Destination Enter Destination Field
Type Field Type Field
=] | [] [+] [~]
Data M apping definition
Title Description
Data Type Select the type of date type (bibmarc, holding or item) from the
dropdown list.
Source Field If you have chosen holding or item as the data type, select the OLE
source field from the dropdown menu.
Enter Source Field If you have chosen bibmarc as the data type, enter a source field. For
example "100$a"
Source Field Value If you have chosen bibmarc as the data type, enter a source field value.

Destination Data type

Select the type of destination date type (bibmarc, holding or item) from
the dropdown list.

Destination Field

If you have chosen holding or item as the data type, select the destination
field from the dropdown menu.

Enter Destination Field

If you have chosen bibmarc as the destination data type, enter a
destination field. For example "100$a"

Destination Field Value

If you have chosen bibmarc as the data type, enter a destination field
vaue.

Priority

If the same source field is given multiple destinations, you may prioritize
which should be first, second, third, and so on.

Action

Click to add the Delete Field value.

Delete Field Tab

The Delete Field tab allows you to identify fields that will be deleted during the export. Enter the field

information and click . Add as many fields asis needed.
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¥ Delete Field

Field Name L First Indicator % Second Indicator % SubField —
Showing 0 to 0 of 0 entries
Delete Field definition
Title Description
Field Name Enter the bibliographic field name to be deleted. For example "101" or
245"
First Indicator Optional. Enter the first indicator to be deleted.
Second Indicator Optional. Enter the second indicator to be deleted.
SubField Optional. Enter the subfield to be deleted.
SubField Contains Optional. Enter the information the subfield contains that will be deleted
during the export.
Action

Click to add the Delete Field value.

Rename Field Tab

The Rename Fieldtab is used to overlay fields during the export. It is divided into two sections. The first
identifies the original tag within OLE for the export and the second identies the newly named field in the

exported record. Enter information for both the original and rename tags and click .

Original Tag L Ind1 % Subfield contains % Rename Tag 5 Ind1
Showing 0 to 0 of 0 entries
Rename Field definition
Title Description
Origina Tag Enter the OLE tag that you wish to overlay.
Ind 1 Enter the Indicator 1 that will be overlay.
Ind 2 Enter the Indicator 2 that will be overlay.
Subfield

Enter the subfield that will be overlay.

Subfield Contains

Enter the information that the subfield contains that will be overlay.

Rename Tag Enter the replacing tag name.
Ind 1 Enter the replacing Indicator 1.
Ind 2 Enter the replacing Indicator 2.
Subfield Enter the replacing Subfield.
Subfield Contains Enter the information that will be replacing what subfield contains.
Action
Click to add the Rename Field value.
Bib Import

If the Batch Import type is selected from the Main Section, additional tabs will load: Bib Match
Point, Bib Overlay/Add, Instance Overlay/Add, Set Bib Status, Staff Only Treatment, Changes to
Imported Bibliographic Record, Data M apping, Protected Field, Delete Field, and Rename Field .

SubField Contains
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Batch Process Name: | | Des

Batch Process Type: |Bib Impart | IEN Data Tc

* Bib Match Point

Match Point

Showing O to 0 of 0 entries

¥ Bib Overlay/Add

If there is a match perform this operation:
@ None O *overlay @ Add

If there is no match perform this operation:
) Nome @ add

* If multiple matches found the incoming record is rejected and an error is reported

¥ Instance Overlay/Add

When overlaying a bib:

) Delete all existing instances and add new incoming cnes

Keep all existing instances and add new incoming ones

) Keep all existing instances and do not add new incoming cnes

When adding a new bib:

) Nome @ Add new Instance

¥ Set Bib Status

For new records set Bib sta::_r: For Overlaid Bibs: = . change Status

) set Status as

¥ Staff Only Treatment

¥ Changes to Imported Bibliographic Record

For new Bib set Staff Only 0
For new Instance set Staff Only 0

For new Item set Staff Only 0B

Tag 001: O Delete 001 ) Change to 035

» Data Mapping

¥ Protected Field

¥ Globally Protected Fields

Field Name 4 ' First Indicator % Second Indicator %  Sub Field % Ignore GPF s
790 |
791 [
7582 D
793 D
Showing 1 to 4 of 4 entries |E| |: Previous] |1| |:E:| |:E:|

¥ Profile Protected Fields

Field N\ame * First Indicator % Second Indicator % SubField #% Sub Field Contains % Actions

] ] [ ] [ |
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Bib Match Point Tab

On the Bib Match Point tab, you may enter the match point for the bibliographic records, for example .
If you add additional match points, OLE will prioritize them by the order they have been entered (First

entered, first matched). Enter up to three match points, and click .

¥ Bib Match Point

Match Point A

Bib Overlay/Add Tab

Depending on the Data to Import selection you have chosen on the Main Section Tab, the Bib Overlay/
Add tab allows user to determine what the course of action will be when importing records. If thereisa
matched record, you may have OLE Overlay the current record, Add an additional record, or do nothing
by selecting None. If you choose to overlay the records, you may decideto ignorethisrulefor bib statuses

of catalogued or catologuing records. Click the button.

¥ Bib Overlay/Add

If there is a match perform this operation:

7 Mene @ = gyerlay O add

¥ Owverlay Bib Status

Bib Status Not In Actions

D

If there is no match perform this operation:
7 None @ add
* If multiple matches found the incoming record is rejected and an error is reported
If no match isfound, you may choose to Add the new records or not add them by selecting None.
Instance Overlay/Add Tab

Depending on the Data to Import selection you have chosen on the Main Section Tab, the Instance
Overlay/Add tab alows user to determine what to do about I nstance records when importing new records.
Click the radio button to make your selection.

¥ Instance OverlayfAdd

When overlaying a bib:

) Delete all existing instances and add new incoming ones
@ Kkeep all existing instances and add new inceming ones

keep all existing instances and do not add new incoming ones

When adding a new bib:

7 None @ Add new Instance
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Set Bib Status Tab
Depending on the Data to I mport selection you have chosen on the Main Section Tab, the Set Bib Status

tab allows user to set the statuses of the new or overlaid bibliographic records. Select the statuses from the
dropdown menu. For overlaid records, you may choose not to change the status.

¥ Set Bib Status

For new records set Bib status El For Overlaid Bibs:

) Do not change Status
as :

@ set Status as

Staff Only Treatment Tab

The Staff Only Treatment tab allows user to turn on the staff only flag in the cataloging record. Click
the checkbox to apply the staff only flag to new records.

¥ Staff Only Treatment

For new Bib set Staff Only [l
For new Instance set Staff Only &l

For new Item set Staff Only 0

Changes to Imported Bibliographic Record Tab

The Changesto I mported Bibliographic Record tab allows user to modify or delete the 001 field if one
exists in the incoming record. If you choose to replace the 001 with a new 035, you will be asked about
prepending the contents of the 001 with the 003 field in parenthesis or with a stated value (the prepended
contents of the 003 field then the 001 field will appear on anew 035 field in the imported record).

¥ (Changes to Imported Bibliographic Record

Tag 001: ) Delete 001 @ Change to 035 ) prepend contents of tag 003, enclosed in parentheses @ Always prepend this value :

Data Mapping Tab

The Data mapping tab is divided into two sections. Thefirst identifies the source field for the import and
the second identies the destination field for OLE. Enter the source and destination information and click

the button next to Priority.

¥ Data Mapping

Actions

Data Mapping Option

* Data Source Enter Source Field Source field Value  * Destination Data Destination Enter Destination Field
Type Field Type Field

[=]| | [=] [=] [~]
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Data M apping definition

Title Description

Data Type Select the type of date type (bibmarc, holding or item) from the
dropdown list.

Source Field If you have chosen holding or item as the data type, select the OLE
source field from the dropdown menu.

Enter Source Field If you have chosen bibmarc as the data type, enter a source field. For
example "100$a"

Source Field Value If you have chosen bibmarc as the data type, enter a source field value.

Destination Data type

Select the type of destination date type (bibmarc, holding or item) from
the dropdown list.

Destination Field

If you have chosen holding or item as the data type, select the destination
field from the dropdown menu.

Enter Destination Field

If you have chosen bibmarc as the destination data type, enter a
destination field. For example "100$a"

Destination Field Vaue

If you have chosen bibmarc as the data type, enter a destination field
value.

Priority If the same incoming record could have the same information in multiple
fields (for example call numbers), you may prioritize which should fill
the OLE record first or second, and so on.

Action

Click to add the Delete Field value.

Protected Fields Tab

The Protected Fieldstab is divided into two tabs.

» The Globally Protected Fields allows user to view and ignore the globally protected fields. Click the

checkbox to ignore any of the fields listed.
Note

For information on how to add and maintain globally protected fields, see the section of the
Guide to OLE Select and Acquire: Purchasing and Accounts Payable.

e The Profile Protected Fields allows users to add fields to protect only when using the profile. Input
field information and click .

¥ Globally Protected Fields

¥ Protected Field

Field Name % ' First Indicator % Second Indicator % Sub Field 4+ Ignore GPF =
790 |:|
791 D
792 D
793 |:|

Showing 1 to 4 of 4 entries First | | Previous | [ | Next | | Last

¥ Profile Protected Fields

Field Name * First Indicator % Second Indicator % SubField % Sub Field Contains % Actions
Showing 0 to 0 of 0 entries First | | Previous | [ | Next | | Last
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Delete Field

The Delete Field tab allows you to identify fields that will be deleted during the import process. Enter the
field information and click . Add as many fields asis needed.

¥ Delete Field

Field Name L First Indicator + Second Indicator + SubField % SubField Contains

Showing 0 to 0 of 0 entries

Delete Field definition

Title Description

Field Name Enter the bibliographic field name to be deleted. For example "101" or
245"

First Indicator Optional. Enter the first indicator to be deleted.

Second Indicator Optional. Enter the second indicator to be deleted.

SubField Optional. Enter the subfield to be deleted.

SubField Contains Optional. Enter the information the subfield contains that will be deleted
during the export.

Action
Click to add the Delete Field value.

Rename Field

The Rename Field tab is used to overlay fields during the import. It is divided into two sections. Thefirst
identifiesthe original tag for the import and the second identies the newly named field on the OLE record.

Enter information for both the original and rename tags and click .

Original Tag 4 Ind1 % Ind2 % Subfield 4% Subfield contains % Rename Tag 5 Ind1 % Ind2 —

Showing 0 to 0 of 0 entries

Rename Field definition

Title Description

Origina Tag Enter the tag that you wish to rename during import.

Ind 1 Enter the Indicator 1 that will be renamed.

Ind 2 Enter the Indicator 2 that will be renamed.

Subfield Enter the subfield that will be renamed.

Subfield Contains Enter the information that the subfield contains that will be renamed.
Rename Tag Enter the replacing tag name.

Ind 1 Enter the replacing Indicator 1.

Ind 2 Enter the replacing Indicator 2.
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Subfield Enter the replacing Subfield.
Subfield Contains Enter the information that will be replacing what subfield contains.
Action

Click to add the Rename Field value.

Batch Process

m> Batch Framework . Batch Process - Batch Pmcess

TheBatch Processinterface, availablefrom the Admin menu, allows staff to run import and export jobsin
OLE. Oncethejob hasrun, staff may receive natifications of completion, view reports and, for importing,
make changes to records as necessary.

Process Overview

Open the Batch Process interface from the Admin tab.

Document Nui

Bat{:h Pmcess Initiator Netwo!

Batch Process Section

Batch Process Name: |
Batch Process Profile Name: o
Batch Process Type:
Batch Size: |1pgp

Send Job Report To:

| run now ) ( schedule

1. Enter a name to distinguish your batch process. Thisfield is not required but it will be helpful. If left
blank, the profile name chosen and a number is used by OLE.

Choose the Batch Process Profile. Y ou may enter the name or search for it from the lookup % .
3. Modify the batch size to suite your needs.
4. If you wish to receive the batch process job report via email, enter your email in Send Job Report To.

5. Depending on the Batch Process Type (autopopulated when the Batch Process Profile Name is
selected), an Input Section or an Output Section will appear.

» Output Section is made available for exporting records types. Select the Output Format from the
dropdown.

Enter the location of the Output File.

79



Batch Framework
Administrative Documents

Note

For 1.0, leave thisfield blank. Y ou will find the exported files here: http://tst.ole.kuali.org/
home/kuali/main/tst/ol ef s-webapp/work/staging/batchExport/

Batch Process Section

Batch Process Name: | |

Batch Process Profile Name: |Test Batch_Expert_full | %

Batch Process Type: Batch Export

Batch Size: |1ggg |

Send Job Report To: | |

Output Section

Output Format:

Output File: | |

* Input Section is made available for most importing record types. Select Choose File to search for
the file from your local machine.

Batch Process Section

Batch Process Name: | |

Batch Process Profile Name: |Test_Bib_|mpU|—t | %

Batch Process Type: Eib Import

Batch Size: |1 000 |

Send Job Report To: | |

Upload File: | Chooze File | Mo file chozen

 Input Section for Order Records requires you to choose both aMar ¢ and Edi file.

Batch Process Section

Batch Process Name: | |

Batch Process Profile Name: |Test Order_mport | %

Batch Process Type: Order Record Impert
Batch Process KRMS Profile: YEF

Batch Size: |1DDD |

Send Job Report To: | |

Upload Marc File: | Choose File | Mo file chosen
Upload Edi File: | Choose File | No file chozen

Click ' FURnow /5 pegin the job immediately.

Alternatively, you may click - Schedule 1, soheqiie the job.
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7. Toreview completed batch jobs, review the report, or restart the job see Batch Process Job Details.

Note

For additional information on Batch Process Job Details, see Batch Process Job Details

To Review jobs that are scheduled, reschedule or remove the job from OLE, see Batch Process Job
Schedule.

Note

For additiona information on Batch Process Job Schedule, see Batch Process Job Schedule

Scheduling a Batch Process

If youdlick . Schedule
in the scheduling process.

! to schedulethe Batch Pr ocessjob, an additional tab will appear to assist

 You may choose to schedule by Cron Expression. Select the radio button next to Cron Expression and
enter the expression in the available text box.

@ Provide Cron Expression ) schedule

Enter Cron Expression:

* You may also choose the radio button Schedule to manually enter when the job should occur. Y ou will
have two options:

One Time: Enter the date or search for it from the calendar icon j and time for the job to begin.

@ Provide Cron Ewpression @ Schedule

@ One Time © Recurring

Date: H

Time:
Entzr Time in 24HR Format

* Recurring:Enter the time for thejob to begin. If you choose Weekly or Monthly, you will also need
to select the day(s) for the job to occur.

Once your schedule has been determined, click - submit |
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Batch Process Job Details

[ ~amin [N

Batch Process Job Details

Batch Framework

>

Batch Process Job Details

The Batch Process Job Details screen displays the batch jobs that have run or are currently running. Staff
may also restart ajob, view the job report and remove the job from OLE.

¥ Batch Process Job Details

Show | 10 E entries

Job Job Name Batch User Total Records %Completed Start End
Id Process Name Records Processed Time v Tlime
Type
6 JFTestBatchimpaort_6 Bib ole-khuntley | 0 0 0.0% 09/04/2013 : 09/04/20°
Import 12:38 PM 12:38 PN
5 FMTestBE_5 Batch admin 100 179 179.00% 09/04/2013 : 09/04/20°
Export 12:37 PM 12:37 PN
4 Test_Bib_Import_4 Bib ole-khuntley { 0 0 0.0% 09/04/2013 § 09/04/20°
Import 12:24 PM 12:24 PN
3 Test_Bib_Import_3 Bib ole-khuntley | 0 0 0.0% 09/04/2013 : 09/04/20°
Import 12:22 PM 12:22 PN
7 FMTestBE_7 Batch admin 100 179 179.00% 09/04/2013 : 09/04/20°
Export 01:05 PM 01:06 PN
2 Test_Batch_Export_Incremental_2 | Batch ole-khuntley | 46 46 100.00% 09/02/2013 | 097027207
Export 01:54 PM 01:54 PN
1 Test_Batch_Export_full_1 Batch ole-khuntley | 46 46 100.00% 09/02/2013 : 09/02/20°
Export 01:50 PM 01:50 PN
Showing 1to 7 of 7 entries
m > Batch Framework > Eatch Process Schedule >

Batch Process Schedule

The Batch Process Schedule displays jobs that are scheduled to run. Staff may also reschedule or remove

the job from OLE.
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Kuali OLE Medules

krms Builder
Staff Upload
m S FPeople Flow

The Kuali OLE Modules submenu allows you to perform avariety of functional and technical activities
that affect the entire system. This includes uploading XML and People Flow rules to modify workflows.
Users may also access the Staff Upload interface.

KRMS Builder and Staff Upload

Kuali's Rule Management System (KRMS) supports the creation, maintenance, storage and retrieval of
business rules and agendas (ordered sets of business rules) within business contexts (e.g., for a particular
department or for aparticular university-wide process). KRMS enablesyou to define a set of ruleswithina
particular businessunit or for aparticular set of applications. These businessrulesdefinelogical conditions
and the set of actions that result when those conditions are met. KRM S enables you to call and use this
logic from any application, without having to re-write and manage all the rules' maintenance logic within
the application.

The Staff Upload Interface is used to import batch records. This link described in Select and Acquire:
Purchasing and Accounts Payable

Note
For more information about importing batch records, see the Import section of the Guide to

Purchasing and Accounts Payable. This and other OLE user guides are available for download
from OLE 0.8 Milestone User Documentation.

People Flow

m . | Kuali OLE Modules  _ people Flow People Flow Lookup

People Flow Maintenance

PeopleFlow is, for all intents and purposes, a prioritized list of people to send requests to. It does not
require you to specify a hard coded route node in the document type for each individual who might need
to approve or be notified. You can define "Stops" in a PeopleFlow, where everything in the same stop
proceedsin parallel, but all must be done within the stop before proceeding to the next stop. Y ou can call/
execute a PeopleFlow from within a KEW workflow node directly, or you can invoke the Kuali Rules
Managment System (KRMS) engine from an application and any PeopleFlowsthat get selected during rule
execution, defined in aKRMS agenda, will be called. In thisway, you can integrate business rules across
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applications and workflows. The same PeopleFlow that defines a routing order among a set of persons,

groups or roles can be called by KRMS rules, with the KRMS rules defining which type of request to
pass to the PeopleFlow.

Getting Started

Y ou can search for a PeopleFlow to copy from and modify (be sureto give it a new unigue name) or can
create a new one (see the top right of the lookup screen).

People Flow Lookup

Create New

1d:

Namespace Code: El
Name:
Type: EI
Active: @) v Mo Both
search clear values cancel
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Document Layout

Document Number: 6374 Document Status: INITIATED

People Flow Maintenance

Initiator Network Id: cle-khuntley Creation Timestamp: 01:31 FM 08/30/2013

|expand alll |:o|lapse alll

* indicates required field

¥ Document Overview

* Description: I | Explanation:

Organization Document I:I

Number:

¥ PeopleFlow Summary

* Namespace Code: | E” Description:

* Name: | |

Type: | E” Active:

¥ PeopleFlow Members

* Member Type: Frincipal El
“ Hember 8

» Notes and Attachments (0)
» Ad Hoc Recipients

P Route Log

( submit ) ( save ) (  close | Cancel

The PeopleFlow document includes several unique tabs—PeopleFlow Summary and PeopleFlow
Members.

PeopleFlow Summary Tab

The PeopleFlow Summary tab contains information in which to both identify the PeopleF ow and where
the PeopleFlow is applicable.
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¥ PeopleFlow Summary

* Namespace Code: EI Description:
* Name:
4
Type: Active:
PeopleFlow Summary tab definition
Title Description
Namespace Code The Namespace to which this PeopleFlow will belong. A Namespace is
away to set both Permissions and Entity Attributes. Each Namespace
instanceis one level of Permissions and Entity Attributes and is one
record in OLE. Select the Namespace from the dropdown list.
Name Required. The name of the PeopleFlow.
Type Select the type of PeopleFlow from the dropdown list to assign the
PeopleFlow to more specific attributes.
Note
In 1.0, selecting the KR-SAP Sample Type resultsin an
Incident Report.
Description Enter a description of the PeopleFlow.
Active

PeopleFlow Members Tab

Indicates whether this PeopleFlow is active or inactive. Remove the

check mark to deactivate.

The PeopleFlow M ember stab all ows usersto add stopsand add membersto the PeopleFl ow. PeopleFlows

that you create can be called by rules, with the rules determining whether the PeopleFlow will be called
for an action (such as approvals) or for notifications. Enter the required information and click .

¥ PeopleFlow Members

* Stop: |4

* Member Type: | pincipal [

* Member: Q)

PeopleFlow Summary tab definition

Title Description

Stop Required. The stops in the workflow. Everything assigned to each stop
must be complete before moving on to the next stop.

Member Type Required. Select the Member Type from the dropdown list. PeopleFlows
can be assigned to a Principal, agroup, or arole.

Member

Enter the member to be assigned to the PeopleFl ow stop or search for

them from the lookup q’"‘ .

All or First Action

If the Member Type Role or Group is selected, select ALL or FIRST
from the dropdown. Selecting ALL means every person in the role or
group must take action. Selectiong FIRST requires action from only one
person.
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PeopleFlow Members Tab continued

After clicking , an additional menu appears. Below shows an example of two stops added already

* Stop: |3
* Member Type: | . =]
* Member: a
= All or First Action: | pper =
* Stop * Member Type * Member * All or First Action /
1 Role El KR-LIC : OLE_LicenseReviewer 9, ALL El [
Member Delegates
* Member Type * Member * Delegation Type Code * All or First Action Actions
Principal El ! Primary El
2 Role  [=] KR-LIC : OLE_Licenselanager a FRST [=] [
Member Delegates
* Member Type * Member * Delegation Type Code * All or First Action Actions
Principal El a4 Primary El

From here, Member Delegates may be added to allow others to take action for another person.
1. Enter the Member Type and the Member.
2. Select the Delegation Type Code from the dropdown. The two choices are:

» Primary Delegate: The delegator turns over his or her full authority to a primary delegate. The
Action Requests for the delegator only appear in the Action List of the primary delegate.

» Secondary Delegate: The secondary delegate acts as atemporary backup and has the same authority
as the delegator when the delegator is not available to take action. Documents appear in the Action
Lists of both the delegator and the delegate. When either acts on the document, it disappears from
both Action Lists. People often have a secondary delegate who takes care of their action requests
when they are out of the office.

3. Select All of First Action from the dropdown list.
4.
Click (244,

Click to remove the PeopleFlow stop.
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KRMS Rules

Agenda Lookup
Context Lookup
Attribute Definition

Lookup
Term Lookup

Term Specification Lookup
m> Category Lookup

The KRMS submenu allows you to perform a variety of functional and technical activities that affect the
entire system.

Agenda Lookup

B2 . RisRues  scens oo . PEENd Lookup  Agenda Editor

Rules in KRMS are placed into ordered sets called Agendas. The order of the Rules in an Agenda
determines the sequencing: which rule gets evaluated first, second and so on. The Agenda also enables
you to include conditional branching logic between Rules. In turn, Agendas are created in Contexts, which
may represent any categories that are relevant within your institution. For example, they could correspond
to document types or business processes or any other categories, such aslicensing. Each Context contains
its own agendas, and each Agenda containsits own rules. Rules aren't shared across agendas (though you
can copy/paste, they become unique Rule instances), and Agendas aren't shared across Contexts. There

is no Context hierarchy, that is, Agendas and Rules cannot be inherited across contexts within any sort
of hierarchy.

Tip

Copy rulesto save time and typing.
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Document Layout

Home = Agenda Editor »
Document Number: 3617 Document Status: IMITIATED

Age“da Edltur Initiator Network Id: cle-khuntley Creation Timestamp: 03:40 PM 08

* Namespace: | g El

* Name: | |Enter Agenda Name
size 100
* Context: ||Enter or Lookup Context Name (o)
Active:
([ add rule | edit rule Move: [ left right up down ) 1 s cut I paste #® delete

(@ refresh )

The Agenda Editor includes two unique tabs—Agenda and Rules.

AgendaTab

The Agenda tab contains information in which to both identify the Agenda itself and where the Agenda
will be applied.

* Namespace: ¢ =]

* Name: |Enter Agenda Name
size 100
* Context: | Enter or Lookup Context Name cN
Active:
Agenda tab definition
Title Description
Namespace Required. The Namespace to which this Agendawill belong.
Name Required. The name of the Agenda. Thisis aunique identifier and must
be unique to the namespace selected.
Context Required. A collection of agendas, rules, terms, term specifications.
Enter a Context or search for it from the lookup | I:}'ﬁ‘".
Type Select the type of Agenda from the dropdown list to assign the Agenda
to more specific attributes.
Note
In 1.0, thisis only a placeholder.
Active Indicates whether this Agendais active or inactive. Remove the check
mark to deactivate.
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Rules tab

From the Rules tab, users can add multiple rules to an agenda, move rules around in the workflow, and

can cut, paste and delete.

( add rule ) edit rule

a1
(@ refresh )

Movwve: [

left right

up down 1

cut i paste #K delete

Click add rule to open the Rule editor and add arule. If aruleis already listed, select the rule and click
edit rule. The Rule Editor will open. The Rule Editor includes two unique tabs—Rulewhich a so contains

the Propositions subtab and Action.

Copy from Existing Rule.

Namespace:

Type:

* Name:

Description: |-,

Active:

size 100

size 4000

(_Ta

T
L & refresh )

[+] expand all [-] collapse all

(" = add :. ( '#2  add parent :. .i;g;. edit ) ) Move: [ [ (4= left ) ) - =p right ) ) . 4 up - . 4 down \. ]

Pr——
4 9 cuf

Type: |

Rule

=]

(_add rule )

([ cancel |

Fill in the descriptive information for the rule in the Rule tab

Ruletab definition
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Title

Description

Copy from Existing Rule

If asimilar rule already exists, you may enter the name or search for the

9

rule from the lookup

Namespace Display only. The Namespace to which this Rule will belong.
Type Select the type of rule from the dropdown list to assign the rule to more
specific attributes.
Note
In 1.0, thisis only a placeholder.
Name Required. The name of the Rule. Thisisaunique identifier and must be
unique to the namespace selected.
Description Enter a description for the rule. To expand the description field, click the
expand icon 60 .
Active Indicates whether thisrule is active or inactive. Remove the check mark
to deactivate.

Add Propositions

Add a simple proposition by clicking ;
compound propositions). Propositions are functions made up of true and false conditions. Actions can be

set to occur when proposition requirements are met.

"under the Proposition tab (click add parent to add

Once add is clicked, OLE brings up anew set of fields.

[ 1z add | add parent edit
[ & refresh |
[+] expand all [-] collapse all
* Description:
size 100
Category Term * Comparison

Give the proposition a Desciption.

Move: [

left right up down 1 cut pas

Value *

Select a Category, Term, and Comparison from the dropdown lists. Categories help to narrow down
the terms. Terms define a piece of business data that can be used in the construction of proposition (i.e.
student GPA, account number, salary, etc.). Enter the Value to set the term (i.e. a student GPA of 4.0,

"4.0" isthe value)

Add Action

In the Action tab, users can define the action that will be fired when the Proposition is evaluated.
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Select the Type of action from the dropdown menu. Depending on your selection, additional fields will
become available.

No matter what Type is selected, enter aName.

Thisis an example of the type Route to PeopleFlow, which includes additional required fields:

TyPe: | poute to PeopleFlow El

* PeopleFlow 1D: q
size 40
* peopleFlow Name:
size 40
* Name:
size 40
Description:

size 4000

Click - add rule 4, 44 this rule to the agenda.

Continue to add as many rules as necessary for the agenda. Once complete click - _ submit

Context Maintenance

B . cismues L coenions o ONtext Lookup
Context Maintenance

Contexts are a collection of agendas, rules, terms, term specifications. In OLE a context of "License”" has
been established for easy identification of the items related to the licensing business rules.

Each Context containsits own agendas, and each Agendacontainsits own rules. Rules aren't shared across
agendas (though you can copy/paste, they become unique Rule instances), and Agendas aren't shared
across Contexts. Thereisno Context hierarchy, that is, Agendasand Rules can't beinherited across contexts
within any sort of hierarchy.
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Document Layout

Document Number: 4!

Context Maintenance

Initiator Network Id: a:

¥ Document Overview

* Description: || | Explanation:

Organization Document Number: I:I

old New
Id: 10001 10001
Name: LICENSE_CONTXT ||_|CEN5E_CONTXT

Namespace: CLE |

Type: | E”

Description:

Active: true |tru e |

» Notes and Attachments (0)

» Ad Hoc Recipients

» Route Log

The Context Maintenance document includes the Context tab. The system automatically enters data into
both the Old and New sections. Selected datafields are available for editing.

Context tab definition

Title Description

Name The name of the Context. Thisis a unique identifier and must be unique
to the namespace selected.

Namespace The Namespace to which this Context will belong. Select the namespace
from the dropdown list.

Type Select atype from the dropdown list to assign the context to more
specific attributes.

Description Enter adescription of the context.

Active Indicator Indicates whether this context is active or inactive. Remove the check
mark to deactivate the code.
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Term, Term Specification and Category
Lookups

Term Lookup
B} Term Specification Lookup

Terms, Term Specifications, and Categories are al related to the Proposition within a Rule. These are
maintained by a system administrator.

The following diagram outlines the hierarchy of entitiesin KRMS (note that some entities are omitted)

Mamespace
1..* Context 1.7
....................... ..
2
P
A
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Global Configuration Settings
External Data Sources

m S Bib Import Preferences

Global Configuration maintenance e-docs are available via the Global Configuration Settings submenu
on the Admin menu tab.

External Data Sources (z39.50 connection)

m > Global Configuration Settings _ External Data Sources .
External Data Source

Asthelmport Bib from External Data Sour ce option is available to show the possibility for institutions
toimport bibliographic recordsthrough aZ39.50 protocol, thisinterface existsto support the functionality.
This e-doc can be used to create and maintain the sources for the import.

Note

Userswill need to implement the Z239.50 protocol before using this e-doc.

Document Layout
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Document Number: 4358 Documer

External Data Source

Initiator Network Id: admin Creation Tin

¥ Document Overview

* Description: | | Explanation:

Organization Document Number: l:l

¥ Add/Edit Data Source

MName:

Description:

Domain Name:

LogIn Id:

Authorization Key:

| |
| |
| |
Port Number: | |
| |
| |
| |

Password:

» Motes and Attachments (0)

» Ad Hoc Recipients

» Route Log
I submit I I save I I blanket approve I I close I Cancel

Add/Edit Data Sour ce tab definition

Title Description

Name The familiar title of the data source.

Description The description of the data source.

Domain Name Enter the web address of the data source.

Port Number Enter the port number required for accessing the data source.
LoginID Enter the login 1D of the data source.

Authorization Key Enter the authorization key of the data source.

Password Enter the password for the data source.

Bib Import Preferences

\%

Global Configuration Settings
 gib 1mport references _ |MPOIrt Bib User Preferences

>

_ User Preferences
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Users may set preferences to apply to al records during the import process. These settings can be
overridden during the import process.

Document Layout

Document Number: 4360 Da

User Preferences

Initiator Network Id: admin Creat

¥ Document Overview

* Description: | | Explanation:

Organization Document Number: |:|

¥ Add/Edit User Preference

old New
Name: Admin Import |Admin Import
Import Type: New Import | New Import

Import Bib Status: None

Temporary Location: FORTWAYNE/FORMICROCARD |

Permanent Location: B-LIFESCI/BLIINDEXES |

Removwal Tags: 030,830,400 |DSD,33I],4U-D

Protected Tags: 050,245,100 | 050,245,100

Classification Scheme: LCC - Library of Congress classification | LCC - Library of Congress

call Number Source 1: 050 |U-5EI
Call Number Source 2: 065 |uﬁs
Call Number Source 3: 020 |E|-2EI

P Motes and Attachments (0)

» Ad Hoc Recipients

» Route Log

I submit I I save I I blanket approve I I close I Cancel

The User Preferences document includes the Add/Edit User Preference tab. The system automatically
enters datainto both the Old and New sections in this tab. Selected datafields are available for editing.

Add/Edit User Preferencetab definition

Title Description

Name Thefamiliar title of the user preference.

Import Type Select the type of import to be performed from the dropdown list.

Import Bib Status Select a status for the bibliographic records to inherit upon import
completion.
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Temporary Location

Optional. Select atemporary location for the bibliographic records to
inherit upon import completion.

Permanent L ocation

Select a permanent location for the bibliographic records to inherit upon
import completion.

Removal Tags

Enter any tags to be removed when importing bibliographic records

Protected Tags

Enter any tags that will not be affected when importing bibliographic
records

Classification Scheme

Select the classification scheme for the bibliographic records to inherit
upon import completion.

Call Number Source 1

Enter afirst priority for mapping MARC fields and subfieldsinto OLE
item’s call number fields.

Call Number Source 2

Enter a second priority for mapping MARC fields and subfields into
OLE item’s call number fields.

Call Number Source 3

Enter athird priority for mapping MARC fields and subfieldsinto OLE
item’s call number fields.
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OLE

Data Mapping Field Definition
Functional Field Description
Meszage Of The Dav

System Options
Workflow

« Document Tvpe
« RBouting & IDM Doc Tvpe

Hierarchy
+ Worlkflow Attribute
o HML Imiport

Parameters

Namespace
Farameter
Parameter Component

FParameter Type

Technical

+« Configuration Viewer

m> Configuration S Cache Admin

The Configuration submenu allows you to perform a variety of functional and technical activities that
affect the entire system.

OLE

OLE
& Data Mapping Field Definition
& Functional Field Description

- : & Message Of The Dav
m> Configuration > & System Options

The OLE configuration submenu group provides access to high-level configuration options available to
functional users. These include functions that allow authorized users to maintain the message of the day
and various parameters and business rules, define many high-level definitions of afiscal year, and perform
other functionsthat affect users and transactions throughout the system. Some functions are only lookups,
such as the ability to view data mapping fields and others are inquire screens like the Routing & Identity
Management Document Type Hierarchy.

Data Mapping Field Definition

m > Configuration > OLE > s Data Mapping Field Definition .

Data Mapping Field Definition Lookud
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The Data Mapping Field Definition lookup displays definitions related to a given field in OLE. This
information includes definitions such as the functional field description, the length of the field, whether
or not it is encrypted, and the name of the field at the database level

Note

This data can only be updated by a technical resource and many of the values here are only
meaningful to atechnical user.

Document Layout

Data Mapping Field Definition Lookup [

* Namespace:

* Component

Description

Database Table Name:

|l
Field: ||
: ||
: |l
: ||

Database Field Name

search clear cancel
Data M apping Field Definition L ookup definition
Title Description
Namespace Required. Select the namespace (large functional category) associated

with the field you wish to search for.

Component Required. Enter or search for and return the component (more specific
functional category, such as a given screen or document section)
associated with the field you wish to search for.

Field Optional. Enter the field name of the field you wish to search for or use
the lookup to search for it.

Description Optional. Search for afield by its description. Remember that wildcards
can be used, such as *account* to return all fields with the word 'account’
in their description.

Database Table Name Optional. Enter the name of the table in which the field you're searching
for resides.
Database Field Name Optional. Enter the name that identifies the field in the database.
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Data Mapping Field Definition Lookup |7

* Namespace:

| OLE-COA - Chart of Accounts

* Component:

|.Pu:c:ourrt

: |.Pu:c:ourrt Mumber

Description:

Database Table Name:

Database Field Name:

| search || clear || cancel |
One item retrieved.
Namespace Component Field Description Database Table

Account

Account Mumber

Identifier for a pool of funds assigned to a specific university entit...

CA_ACCOUNT_T

The results display the namespace, component, field name, description and database field name and table
name. Click on the linked field name to view the inquiry which contains additional datafields.

Data Mapping Field Definition Inquiry

d

Data Mapping Field Definition Inquiry

A
Namespace: OLE-COA - Chart of Accounts Component: |Account
Identifier
Field: | Account Number Description: specific u
function.
Database Table Name: |CA_ACCOUNT_T Database Field Name: |ACCOUN
Database Data Type: VARCHARZ Application Data Type: String
Database Defined Length: 7 Application Defined Length: |7
Decimal Places: |0 Reference Component:
Required: |Yes Validation Pattern: i\épg?{l:\l?u;
Encrypted: |No Mask Pattern: Unknown

Fields appearing on the inquiry and not previously described above are detailed here.

Data Mapping Field Definition Inquiry definition

Title

Description

Database Data Type

The type of data expected for thisfield by the database.

Application Data Type

The type of data the application expectsin thisfield.

Database Defined Length

The maximum character length of the field in the database.
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Application Defined Length

The maximum character length of the field in the application.

Decimal Places

The number of decimal places supported by thisfield.

Reference Component OLE component where this field originates. For example, an account
number field has areference component of 'account' indicating it is
defined on the Account document.

Required Indicatesif the field must be completed for this particular component.

Validation Pattern Thetechnical pattern used to determine if the datain the field is valid.

Encrypted Indicatesif thefield is encrypted at the database level.

Mask Pattern

Functional Field Description

m S Configuration

If afield is masked (its content partialy or fully obscured to
unauthorized users) this field defines the type of masking used.

OLE > # Functional Field Description >

Functional Field Description Lookup _ Functional Field Description

The Functional Field Description document is used to maintain descriptions for various fiel ds throughout

the application. Note that these values are for data mapping purposes only and cannot actually be viewed
elsewhere in the application.

This document can only be initiated by members of OLE-SYS Manager role and does not route for
approval. You can only edit existing field descriptions (by choosing 'edit’ from the lookup). Creating new
values requires technical assistance.

Document Layout

Functional Field Description

Doc Nbr:

Initiator:

I
Document Overview

* Description:

B,

Explanation:

—

Org. Doc. #:
™\
Functional Field Description [LWE_ S
New
Namespace:
Component:
Field:
* Description:
Active Indicator: ||[¥
Notes and Attachments (0) » shaw \,
Ad Hoc Recipients » show | \
Route Log + show \
(“submit | save | blanket approve | close | cancel )

The Functional Field Description document contains the Functional Field Description tab.
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Functional Field Description tab definition

Title Description

Namespace Display only. The namespace (large functional category) associated with
the field you wish to edit the description for.

Component Display only. The component (more specific functiona category, such as
agiven screen or document section) associated with the field you wish to
edit the description for.

Field Display only. The field name of the field you wish to edit the description
for.

Description Required. Enter the description you wish to associate with thisfield.

Active Indicator

Message Of The Day

Configuration

>

Required. Leave checked if you wish this functional description to be
active. Uncheck the box if you wish to inactivate the description. Since
these are not viewable elsewhere in the application inactivation will have

no apparent effect.

OLE > * Message Of The Day >

Message Of The Day Lookup . Message Of The Day

The Message of the Day document updates a message that appears OLE portal. It is an easy way to share
information with OLE users and can be updated at any time.

Note

Only members of OLE-SY S Manager role can create or edit Message of the Day documents.

] action list | (% doc search |
(

Message Of The Day

Helle Warle?
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Document Layout

Message Of The Day

Doc Nbr: |3

Initiator: |a

J
Document Overview + hide \

Document Overview

* Description: |

Org. Doc. #:

Explanation:

Edit Message Of The Day [+ hide N\

* Financial System Origination Code:

&

Message Of The Day:

Notes and Attachments (0) [_bshow \
Ad Hoc Recipients ¥ show \
Route Log ¥ show | \

[ submit | save | blanket approve | close | cancel |

Edit Message Of The Day Tab

The Message of the Day document contains the Edit M essage of the Day tab.

Edit Message of the Day tab definition

Title Description

Financial System Origination Code Required. Enter the code that identifies the instance of OLE in which
you want the message to appear.

Message of the Day Optional. Enter the text you want OLE users to see as the message of the
day.

System Options

m , | Configuration 5, e o System options . System Options Lookup .

System Options

The System Options document defines many high-level definitionsof afiscal year, including balancetypes,
object types and the university chart level. It also contains values that have an impact on how sufficient

funds checking works for a given fiscal year.

Note

Only members of OLE-SY S Manager role can create or edit System Options documents. These

documents do not route for approval.
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Tip

When you are configuring object types, it isimportant to cross reference the Object Type Table,
System Options Table and the OBJECT _TY PES parameters in the Parameter Table.

Document Layout

System Options [7] = Doc Nbr: |3

Initiator: |2

. Document Overview -\

Document Overview

* Description: |
Explanation:
Org. Doc. #:

a Edit System Options -\L

* Fiscal Year:

* Fiscal Year Name:

* Fiscal Year Start Year:

* Fiscal Year Start Month:

* Budget Checking Options Code:

=S

* Chart Code:

|

|

|

,_
* Beginning Balances Loaded Indicator: |F

|F

|

,_

* Actual Balance Type:

* Budget Checking Balance Type: (CY)

* External Encumbrance Balance Type: r‘\

* Internal Encumbrance Balance Type: (CY)

* Pre-Encumbrance Balance Type: (CY)

* Eliminations Balance Type: '-'S

* Expenditure/Expense Object Type: ,_ c\'

* Expenditure Mot Expense Object Type: l_ "-&

* Expense Not Expenditure Object Type: ‘-‘&

* Income/Cash Object Type: '-‘k

* Income Not Cash Object Type: @

* Cash Not Income Object Type: (CY)

* Assets Object Type: [ | (%)
* Liabilities Object Type: ,— %
* Fund Balance Object Type: ,_ c\'

* Cost Share Encumbrance Balance Type: ‘-‘&

* Base Budget Balance Type: ‘-‘&

* Monthly Budget Balance Type: ‘-‘k
* Transfer In Object Type: r‘\

* Transfer Out Object Type: (CY)

* Nominal Closing Balances Balance Type: (CY)

a Notes and Attachments (0) \
a Ad Hoc Recipients \L
a Route Log -\
I: submit 'I‘ save ‘IJ blanket approve _‘I:clnse :IJ cancel |
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Edit System Options Tab

The System Options document includes the Edit System Options tab.

Edit System Optionstab definition

Title

Description

Fiscal Year

Required. Enter the fiscal year for which values are being defined.

Fiscal Year Name

Required. Enter the descriptive name of the fiscal year.

Fiscal Year Start Year

Required. Enter the calendar year when the fiscal year begins.

Fiscal Year Start Month

Required. Enter the calendar month when the fiscal year begins

Fiscal Year

Required. Enter the fiscal year for which values are being defined.

Beginning Balances Loaded Indicator

Optional. Select the check box if the beginning balances for the fiscal
year have been loaded. If beginning balances have not been loaded then
cash level sufficient funds checking must check both the previous and
current fiscal years. Clear the check box if the beginning balances for the
fiscal year have not been loaded.

Budget Checking Options Code

Required. Select the check box if sufficient funds checking is enabled for
thefiscal year. Clear the check box if it is not.

Chart Code

Required. Enter the university level chart code defined for the fiscal

q .

year, or search for it from the Chart lookup

Actual Balance Type

Required. Enter the balance type used to identify Actualsin the fiscal

year, or search for it from the Balance Typelookup

Budget Checking Balance Type

Required. Enter the balance type used to identify Budget Checking in the

fiscal year, or search for it from the Balance Typelookup

External Encumbrance Balance Type

Required. Enter the balance type used to identify External Encumbrances

in thefiscal year, or search for it from the Balance Typelookup

Internal Encumbrance Balance Type

Required. Enter the balance type used to identify Internal Encumbrances

in thefiscal year, or search for it from the Balance Typelookup

Pre-Encumbrance Balance Type

Required. Enter the balance type used to identify Pre-Encumbrancesin

thefiscal year, or search for it from the Balance Typelookup

Eliminations Balance Type

Required. Enter the balance type used to identify Eliminationsin the

fiscal year, or search for it from the Balance Typelookup

Expenditure/Expense Object Type

Required. Enter the object type used to identify the Expenditure/Expense
category in the fiscal year, or search for it from the Object Typelookup

=%

Expenditure Not Expense Object Type

Required. Enter the object Type used to identify the Expenditure Not
Expense category in thisfiscal year, or search for it from the Object

Type lookup

Expense Not Expenditure Object Type

Required. Enter the object Type used to identify the Expense Not
Expenditure category in the fiscal year, or search for it from the Object

Type lookup
Income/Cash Object Type Required. Enter the object Type used to identify the Income/Cash
category in the fiscal year, or search for it from the Object Type lookup
=
Income Not Cash Object Type Required. Enter the object type used to identify the Income Not Cash

category in the fiscal year, or search for it from the Object Type lookup

=%
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Cash Not Income Object Type Required. Enter the object type used to identify the Cash Not Income
category in the fiscal year or search for it from the Object Type lookup
=
Assets Object Type Required. Enter the object type used to identify the Asset category in the

fiscal year, or search for it from the Object Type lookup

Liabilities Object Type Required. Enter the object type used to identify the Liabilities category

in thefiscal year, or search for it from the Object Type lookup

Fund Balance Object Type Required. Enter the object type used to identify the Fund Balance
category in thefiscal year, or search for it from the Object Type lookup
o,
Cost Share Encumbrance Balance Object Type Required. Enter the object type used to identify cost share encumbrances

in thefiscal year, or search for it from the Object Type lookup

Base Budget Balance Type Required. Enter the object type used to identify Base Budget in the fiscal

year, or search for it from the Object Type lookup
Monthly Budget Balance Type Required. Enter the object type used to Monthly Budget in the fiscal

year, or search for it from the Object Type lookup

Transfer In Object Type Required. Enter the object type used to identify Transfer In transactions

in thefiscal year, or search for it from the Object Type lookup

Transfer Out Object Type Required. Enter the object type used to identify Transfer Out transactions

in thefiscal year, or search for it from the Object Type lookup

Nominal Closing Balances Balance Type Required. Enter the object type used to identify Nominal Balance closing
entriesin the fiscal year, or search for it from the Object Type lookup

q .

Workflow

Workflow

+ [Document Tvpe
+ Routing & IDM Doc Twpe
Hierarchy

_ : » Workflow Attribute
m> Configuration 5 * XML Import

The options in this submenu group are used primarily by technical users to upload and configure data
to maintain the Kuali Enterprise Workflow (KEW) system. Because these two options are intended for
technical users, they will not be dealt with in detail here.

Use of these options isrestricted to users with the KR-SY S Technical Administrator role.

Document Type

m _ | Configuration S Workflow S + Docurnent Type >

Document Type Lookup . Document Type
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The Document Type document defines basic information about the document types that exist in OLE.
It also defines document types specific to workflow and KIM. Many definitions of a document type not
defined here are included in its workflow process definition and the data dictionary (atechnical resource).
The workflow process definition for a document type can be viewed using the Document Type lookup.

Note

For more information about workflow, see the OLE Workflow Overview and Key Concepts
wikipage.

Document Type documents can only be created by members of OLE-SY S Manager or KR-SY S Technica
Administrator roles and they do not route for approval.

Document Layout

Document Type [Z] Doc Nbr: |3

Initiator: |3

@ Document Overview \

Document Overview

* Description:

W

Explanation:
Org. Doc. #:
Edit Document Type \
New
Parent Name: ‘\
* Name: ||
Document Handler URL: ||
Notification From Address: ||
Active Indicator: ’F

et

Fields Available for Retroactive Application

Label: ||

Description:

Help Definition URL:

Apply Label Change Retroactively: |F

Notes and Attachments (0) iy
Ad Hoc Recipients \
Route Log 2y

| submit | save | close | cancel |

The Document Type document contains the Edit Document Type tab and the Fields Available for
Retroactive Application tab.
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Edit Document Type Tab

Edit Document Type - hide \,

New

Parent MName: | %

* Mame: ||

Document Handler URL: ||

Motification From Address: |

Active Indicator:

Edit Document Typetab definition

Title Description

Parent Name Required. Every document type must answer to another document type
in aparent/child relationship. Use the lookup to search for the document
type to which this document type will answer.

Document types can inherit important definitions from their parent
document types, including permissions and responsibilities.

Name Required. The common name of the document type. For most OLE
documents the name is a four-character abbreviation. Note that while the
name field can support longer names (and KEW and KIM documents
are examples of these) the Labor Ledger and General Ledger can only
support document names up to four charactersin length. If you are
creating a new document type that will eventually populate the ledgers
be sure to abide by this four character convention.

Document Handler URL Optional. (Technical) Identifies the basic URL that will take a user to
this document type.

Notification From Address Optional. The email address that will appear as the 'From' address on
any action list notifications sent by workflow for this document type.
This allows severa applications using workflow to maintain separate
notification email addresses.

Active Required. The box should be checked if the document typeis active and
available for use. Uncheck the box to inactivate the document type. Note
that you cannot post labor or General Ledger OLE entries with inactive
document types.

Fields Available for Retroactive Application Tab

These are Document Type definitions that can be edited retroactively if need be. This means that should
you decide to change one of these values for a given document type it is possible to apply the change
retroactively to any documentsof thistypealready created. For example, if you decided to changethe Label
of the Budget Adjustment document type you could choose to have that label change apply to historical
Budget Adjustment documents in your OLE system.
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Fields Available for Retroactive Applicatiun \

MNew

Label: |

Description:

Help Definition URL: |

Apply Label Change Retroactively: | [ |

Fields Availablefor Retroactive Application tab definition

Title Description

Label The Label appearsin most places where document types are displayed
in results (including the action list and document search screens)

and is commonly longer than the document Name, which is often an
abbreviation.

Description Optional. A text description of this document type.
Help Definition URL

Optional. (Technical) Identifies the URL where the online help content
for this document type resides.

Apply Label Change Retroactively Optional. Check this box only when updating an existing document type
and only if you wish the fields on this tab to be updated on previously

created versions of documents of this type.

Document Type Inquiry
The Document Type Inquiry contains some additional fields that are not defined on this document but

referenced from their source (either the corresponding workflow process definition or data dictionary
information). These fields are defined below.

Document Type Inquiry

I
Document Type A\

Parent Id:

3029

Parent Name:

OLEFinancialProcessingSimpleMaintenanceDocument

Id:

3127

OLE_DVWT

Label:

Disbursement Voucher Wire Charge

Description:

Document Handler URL:

${ole.url}/kr/maintenance.do?methodToCall=docHandler (

Help Definition URL:

default.htm?turl=WordDocuments%2Fdisbursementvouche

Document Search Help URL:

Post Processor Class:

org.kuali.ole.sys.document.workflow.PostProcessor (Inheri

Motification From Address:

Application ID:

OLE (Inherited from Parent)

Active Indicator:

Yes

Document Type Inquiry definition

Title

| export || close |

| Description
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Parent ID Display only. The unique, system-generated ID number that identifies
the parent document of this Document Type.
ID Display only. The unique, system-generated ID number that identifies

this document type.

Post Processor Class

Display only. (Technical.) Identifies the post processor this document
type calls upon reaching a completed workflow status (usually 'Final' or
'Processed’). The post processor is the code that tells OLE what tables to
update when a document is approved.

Application ID

Display only. The namespace (large functional category) that is
associated with this document type.

Routing & Identity Management Document Type

Hierarchy

Configuration

Workflow

Routing & IDM Doc Tvpe

Routing & ldentity Management Document Type Hierarchy

This specia view combines KIM data with OLE Document Type Hierarchy. It visualy displays the
parent and child relationships between OLE document types and the route nodes that are associated with
each. Users may also choose to view detailed configuration for each document type, including al KIM

permissions and responsibilities related to that document.

Userswho are authorized to edit document types, permissions and responsibilities may accessthese options

directly viathis screen.

Document Hierarchy View

When you access the Routing & Identity Management Document Type Hierarchy screen, the system
initially displaysthe document hierarchy itself. Document types are indented under their parent document

types.

OpenlLibraryEnvironmentTransactionalDocument

> Hierarchy >

Edit Document Type

FinancialProcessingTransactionalDocument

(OLEFinancialProcessingTransactionalDocument)

Advance Deposit (OLE AD)

Auxiliary Voucher (OLE AV)

Account

Edit Document Type

Edit Document Type

Edit Document Type

AccountingOrganizationHierarchy

Budget Adjustment (OLE BA)

Account

Edit Document Type

AccountingOrganizationHierarchy

Award
BudgetAdjustment
SubFund

Cash Management (OLE CMD)

Cash Receipt (OLE CR)

CashManagement

Edit Document Type

Edit Document Type

To display the Document Type Inquiry for adocument, click the document type name.
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Users with permissions to edit document types will see an extra link displayed for each type. To initiate
an OLE Document Type Maintenance document to edit a document type, click the Edit Document Type
link for it.

If a given document type does workflow routing, then the system displays the route nodes associated
with this type directly below the name of the document. Route nodes are listed in the order in which this
document passesthrough them. Document typeswith branching routing logic may havefurther indentation
displaying route nodes that a document may only pass through under certain conditions.

Disbursement ¥Youcher (DY)
Purchasing
Account
AccountingOrganizationHierarchy
Tax
Campus
Travel
PaymentMethod
Award

Document Configuration View

To open a separate window displaying additional information about a document type, click the View
Document Configuration link.
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Document Configuration - OLE_OBJT

I
Docume

nt Information

[vhide] \

Name OLE OBIT Edit Document Type Doc Handler URL
Label Object Code Help URL default.htm?turl=WordDocuments®:2Fobjectcode.htm
Parent Name OLEChartComplexMaintenanceDocument Child Document Types

=

Permissions

\

Gray lines that are stricken through represent inherited permissions that have been overridden by a more specific permission.

| Defined For This Doc t

Template Name |

||E Inherited From: OLEChartC I i

Permission Name

| Detail values

| Granted to Roles

eDoc t

Template Name

Initiate Document (KR-5YS)

Permission Name

Detail Values

Initiate Document (Complex COA) (OLE-SELECT)

Granted to Roles

OLE-SELECT Financial-AQ4
OLE-SELECT Accounting-AQ4
OLE-SELECT OLE User
OLE-SYS User

OLE-SELECT Financial-AQ5

Edit Document (KR-NS)

Edit Document (Complex COA) (OLE-SELECT)

Route Node Name = AdHoc

Route Status Code = R

COLE-SELECT Financial-A04
OLE-SELECT Accounting-AQ4
KR-WKFLW Approve Request Recipient
OLE-SELECT Financial-AQS

|E Inherited From: OpenLibraryE

eDoc t

Template Name
Edit Document (KR-NS)

Permission Name

Detail Values

Edit Document KFSM AdHoc B {OLE-5YS)

Route Node Name = AdHoc

Granted to Roles
KR-WKFLW Approve Request Recipient

Route Status Code = R

| ~ hide | ypherited From: OLE

Template Name

Permission Name

Administer Routing for Document (KR-WKFLW]

Administer Routing for Document KFS (OLE-SYS)

Detail Values

Granted to Roles

OLE-5YS Workflow
Administrator

Blanket Approve Document (KR-WKFLW]

cument KFS (OLE-5YS)

OLE-SY¥S Manager

Initiote Bocument (KR S¥S

Open Document (KR-NS

Open Document KFS (OLE-SYS)

Blanket Approve Do

KR-WKFLW Initiator or
Reviewer
OLE-SYS User

Save Document (KR-WKFLW]

Save Document KFS (OLE-SYS)

OLE-SYS Svstem User
KR-NS Document Editor

Delete Note / Attachment (KR-NS)

Delete Note / Attachment OLE FALSE {OLE-5YS)

Created By Self Only =

COLE-SYS Manager

FALSE
Ad Hoc Review Document (KR-WKFLW Ad Hoc Review Document KFS A (OLE-SYS) Action Request Code = A |OLE-SYS User
OLE-SYS Active Faculty or
Ad Hoc Review Document (KR-WKFLW Ad Hoc Review Document KFS F (OLE-SYS) Action Request Code = F | Staff
OLE-SYS User
OLE-SYS Active Faculty or
Ad Hoc Review Document (KR-WKFLW Ad Hoc Review Document KFS K (OLE-SYS) Action Request Code = K |Staff

OLE-SYS User

Copv Document (KR-NS)

Copy Document KFS (OLE-5YS)

KR-5YS Document Initiato

Add Message to Route Log (KR-WKFLW)

Add Message to Route Log KFS (OLE-5YS)

KR-WKFLW Initiator or

| ¥ hide | pherited From: KualiDoc t

Reviewer
Recall Document (KR-WKFLW) Recall Document OLE {OLE-SYS)
Super User Approve Single Action Reguest (KR- Super User Approve Single Action Request OLE {OLE-
WKFLW) 5YS)
Super User Approve Document (KR-WKFLW) Super User Approve Document OLE (OLE-5YS)
Super User Disapprove Document (KR-WKFLW] Super User Disapprove Document OLE (OLE-SYS)

Template Name
Cancel Document (KR-WKFLW]

Permission Name

Detail Values

Cancel Document (KUALL)

Route Node Name =
PreRoute

Granted to Roles

KR-WKFLW Initiator or Reviewer
KR-NS Document Editor

Route Document (KR-WKFLW]

Foute Document (KUALT)

OLE-SYS Svstem User
KR-NS Document Editor

Edit Kuali ENROUTE Document Node Name PreRoute

Route Node Name =

Edit Document (KR-NS]
Edit Document (KR-NS (KUALTY

PreRoute

KR-WKFLW Initiator

Edit Kuali ENROUTE Document Route Status Code R

Edit Document (KR-NS) I ]
Edit Document (KR-NS KUALT

Route Status Code = R

KR-WKFLW Mon-Ad Hoc Approve Regquest
Recipient
KR-WKFLW Approve Request Recipient

Add Note [ Attachment (KR-NS)

View Note / Attachment (KR-NS)

Send Ad Hoc Request (KR-NS

Add Note / Attachment Kuali Document (KUALT)
View Note / Attachment Kuali Document (KUALT)
Send FYI Regquest Kuali Document (KR-SYS)

KR-WKFLW Initiator or Reviewer

KR-NS Document Opener

Action Request Code

1]
e

KR-NS Document Opener

Send Ad Hoc Reguest (KR-NS
Send Ad Hoc Request (KR-NS

Send Acknowledge Request Kuali Document (KR-5YS)
Send Approve Reguest Kuali Document (KR-5YS)

Action Request Code = K

KR-NS Document Opener

Action Request Code = A

KR-NS Document Editor
KR-WKFLW Approve Regquest Recipient

dd-Message-te-Route de

Revteteg{ik

AL e

VIR £ TESSTe

Send Ad Hoc Reguest (KR-NS

Workflo

w / Responsibilities

Send Complete Request Kuali Document (KR-5YS)

\

Action Request Code = C

KR-NS Document Opener

Gray lines that are stricken through represent inherited responsibilities that have been overridden by a more specific responsibilities.
Exception Routing

= Action Details At z
Required RElE Member tavel Granted to Roles Inherited
Mo Mo OLE-5Y5 Manager OLE
|Rou‘!e Node: O izati 1i hy
s Action Details At =
Required Hele MGaber tarel Granted to Roles Inherited
No Yes OLE-SYS Organization Reviewer OLE

|Route Node: Chart
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This view includes Document I nfor mation, Permissions and Workflow / Responsibilities tabs.

Document Information Tab

This tab provides basic information about the document type. Much of the information here is identical
to that available in the Document Type Inquiry.

" Document Information + hide i
Name OLE OBIT Edit Document Type Doc Handler URL
Label Object Code Help URL default.htm?turl=WordDocum
Parent Name |OLEChartComplexMaintenanceDocument Child Document Types

Document Information tab definition

Title Description

Name The name that uniquely identifies this type of document.

If the user viewing the Configuration screen has permission to edit
document type maintenance documents, the system also displays the
Edit Document Type link.

Label A longer, more descriptive name for this type of document. In some
cases the name and the label may be identical.

Parent Name The type of document that is the parent to (i.e., higher than) this
document type in the document type hierarchy. To display the Document
Configuration view for the parent document type, click the linked parent

name.
Doc Handler URL The URL for the document handler associated with this document type.
Thisinformation is helpful for technical users.
Help URL The URL for the online help associated with this document type.
Child Document Types If this document type is a parent, the system displays all of its typesfor

all of its children document types. To see the document configuration
view for a child document type, click the link for the desired child
document type.

Permissions Tab

This tab identifies the KIM permissions that are invoked by this type of document. Collapsible sections
indicate how the document type is associated with each permission.

The Defined for This Document section lists permissions that specifically refer to this document
type. But many document types receive mogt, if not al, their associated permissions by inheriting
them from parent document types. Additional tabs display this inherited information and the name
of the document type from which the permissions are inherited. For example, in the screenshot
below, this document type inherits permissions from both OL EChartComplexMaintenanceDocument and
OpenL.ibraryEnvironmentComplexMaintenanceDocument.
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Permissions ~ hide L

Gray lines that are stricken through represent inherited permissions that have been overridden by a more specific permission.
¥ hide | pefined For This Document

Template Name Permission Name Detail Values Grar
- hide | 1pherited From: OLEChartComplexMaintenanceDocument

Template Name Permission Name Detail Values Grant
OLE-SELE
CLE-SELE
Initiate Document (KR-SYS] Initiate Document (Complex COA) (OLE-SELECT] OLE-SELE
DLE-SYS
OLE-SELE
OLE-SELE
i . " g b Route Node Name = AdHoc DLE-SELE
(KR-NS (Comp 2] (OLE-5 I
Edit Document (KR-NS) Edit Document (Complex COAY (QOLE-SELECT) P B R-WIFL
OLE-SELE

¥ hide | ypherited From: OpenLibraryEnvironmentComplexMaintenanceDocument
Template Name Permission Name Detail Values Granted t
Edit Document (KR-NS) Edit Document KFSM AdHoc R (QLE-5YS) Hheipiees Mol Mame - Habin; KR-WKFLW Ay

Route Status Code = R
¥ hide | fpherited From: OLE

Template Name | Permission Name Detail Values
Administer Routing for Document (KR-WKFLW) Administer Routing for Document KFS (OLE-SYS)
Blanket Approve Document (KR-WKFLW) Elanket Approve Document KFS (OLE-SYS)

Because more specific permissions override more general ones, some listed permissions may not apply.
The system displays overridden permissions as gray strike-through text. In the example below the 'Initiate
Document' permission inherited from OLE is overridden by a more specific permission displayed in
Inherited From: OL EChartComplexM aintenanceDocument section.

¥ hide | pefined For This Document

Template Name Permission Name Detail Values Grar
¥ hide | ypherited From: OLEChartComplexMaintenanceDocument

Template Name Permission Name Detail Values Grant
OLE-SELE
OLE-SELE
Initiate Document (KR-SYS) Initiate Document (Complex COA) (OLE-SELECT) OLE-SELE
OLE-5YS
OLE-SELE
OLE-SELE
. ) . \ y Route Node Name = AdHoc OLE-SELE
(KR-NS {Comp &) (OLE-S I
Edit Document (KR-NS] Edit Document (Complex COA) (OLE-SELECT] Boits Siahie Code Lia RV KFL
OLE-SELE

¥ hide | 1nherited From: OpenLibraryEnvironmentComplexMaintenanceDocument
Template Name Permission Name Detail Values Granted t
Edit Document (IKR-NS) Edit Document KFSM AdHoc R (OLE-SYS] Heotte: ol Mo = Pelion KR-WIKFLW A

Route Status Code = R
¥ hide | fhherited From: OLE

Template Name | Permission Name Detail Values
Administer Routing for Document (KR-WKFLW] Administer Routing for Document KFS (OLE-SYS]
Elanket Approve Document (KR-WKFLW) Elanket Approve Document KFS (OLE-SYS)
Open Document (KR-NS] Open Document KFS (OLE-SYS)

Permissionstab definition

Title Description

Template Name Display only. The name of the permissions template on which this
permission is based. The template often defines, in a broad sense, what
the permission controls. Similar types of permissions have the same
template.
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Permission Name Display only. The name of this permission. In most cases the permission
name is the same as the associated template name.

Note

Permission names are generally not unique because they
describe types of authorization that may appear in many
places throughout the application.

Detail Values Display only. Additional detailed information that, when taken with the
permission name, defines the permission’s function.

Granted to Roles Display only. Theroles (i.e., the namespace and name of each role)
associated with this permission. In some cases multiple roles may be
associated with the same permission. To view the Role Inquiry, click the
linked name of the desired role.

Workflow / Responsibilities Tab

This tab identifies the route nodes associated with this document type and displays critical information
about the KIM responsibilities associated with them.

On thistab, the system displays route nodes in the order in which the document passes through them. The
system also displays responsibility information for the Exception Routing node that will be invoked for
this document type only if the document encounters an error that prevents it from completing its normal
routing.

Workflow / Responsibilities  hide 1§

Gray lines that are stricken through represent inherited responsibilities that have been overridden by a more specific responsibilities.

Exception Routing

Action Details At

Role Member Level
No Mo CLE-SYS Manager

Route Mode: Account

Required Granted to Roles

Action Details At

e Role Member Level

Granted to Roles

DLE-SYS Fiscal Officer

e o DLE-SYS Account Supervisor

Route Node: OrganizationHierarchy

Action Details At
Role Member Level

Mo Yes OLE-SYS Organization Reviewer
Route Node: SubFund

Required Granted to Roles

Action Details At
Role Member Level

Mo Yes OLE-SYS Sub-Fund Reviewer
Route Node: Award

Required Granted to Roles

Action Details At
Role Member Level

Nao No
Route Mode: Chart

Required Granted to Roles

Action Details At
Role Member Level

OLE-S¥S University Chart Manager
s w DLE-5¥5 Chart Manager

Required Granted to Roles

Split Node: HasDepositAccount

Route Node: DepositAccount

Action Details At
Role Member Level
Mo MNo OLE-SELECT OLE Prepayment

Required Granted to Roles

Responsibility information is presented for each route node in a standard format.

Workflow / Responsibilities tab definition
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Title

Description

Required

Display only. A Yesor No value that indicates whether this
responsibility must generate action requests for this document type. If
the valueis 'Y es and the document generates no requests associated
with this responsibility, then the document goes into exception status. If
the valueis'No' and the responsibility generates no action requests, the
document continues to route as normal.

Action Details at Role Member Level

Display only. A Yesor No value that indicates where the details of this
workflow action request are defined. If thevalueis 'Y es,' the system
collects action details when members are assigned to therole. If the
valueis'No,' the system collects action details when this responsibility is
assigned to arole.

Granted to Roles Display only. Theroles (that is, the namespace and name of each role)
associated with the responsibility at this route node. To view the Role
Inquiry, click the linked name of the desired role.

Inherited Display only. Indicates whether this responsibility isinherited from

Workflow Attribute

m S Configuration

Rule Attribute Lookup

another document type. If the value is 'No," the responsibility is
specifically associated with this document type. If a document type name
appears here, the responsibility isinherited from the specified document
type. To view the Document Configuration Inquiry for this document
type, Click the linked name.

Workflow >  Workflow Attribute >

The Rule Definition Lookup allows you to search for and report on workflow rule definitions and export
the definition datain .xml format. OLE no longer uses workflow rules to route documents (handling this
through KIM responsibilitiesinstead), but rule definitions are still used by document search and the action

list.

This option consists only of alookup and inquiry screen. There is no document type associated with rule

definitions.

Rule Attribute Luokup EI Backdoor Id admin is in use

15 items retrieved, displaying all items.

Id Name
1000 |RuleRoutingAttribute
1003 MotificationCustomActionListAttribute
1004 |MNotificationChannelSearchableAttribute

1005 |MotificationPrioritySearchableAttribute

Name:

1d

Application ID

: |
: |l
Class Name: |
|

Type:

search clear cancel

Class Name
org.kuali.rice.kew.rule.RuleRoutingAttribute
org.kuali.rice.ken.kew.MNotificationCustomActionListAttribute
org.kuali.rice.kew.docsearch.xml.StandardGeneric¥MLSearchableAttribute

org.kuali.rice.kew.docsearch.xml.StandardGenericXMLSearchableAttribute
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Clicking the ID number of a given rule definition will take you to the Rule Definition Inquiry screen.

i Rule Attribute N,

Id: 1000
Mame: |RuleRoutingAttribute
Label: Rule Routing Attribute
Description: |Rule Routing Attribute

Class Name: |org.kuali.rice.kew.rule.RuleRoutingAttribute

Application ID:
Type: Rule Attribute
XML Configuration:

| export || close |

Click the - ®*P°™ b tton to download the .xml associated with a particular rule definition.

<?xml wversion="1.0" encoding="UTF-§"?2?>
Jedata xmlnz="ns:workflow" xmlnsz:xsi="http://www.w3.org/2001,/XHMLSchema-instan
®¥=i:zschemalocation="ns=:workflow resource:WorkflowData">
] <rulehttributes xmlns="ns:workflow/BuleAttribunte" xz3i:schemalocation=
"nm=:workflow/EnleAttribnte resonrce:BnleAttribnte">
] <rulelttributer>
name>EnleRontingAttribunte« / nams>
<oclassHamerorg.knali.rice.kew. rule.BEuleRontingAttribnte</classlame>
<label>Bnle Rounting Attribute</labels>
vdescription>Bnle Ronting Attribnte</description>
stype>BnleAttribute</types
< /rulelttribute>
/rulekccribucess
‘< fdatax

XML Import

m> Configuration  _ workflow - xML Import - INGESter

The XML Ingester allows you to upload the XML fileto the KEW server. These XML files might include
workflow process definition files or rule definition files.
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Ingester
XML File: | | Browse._
XML File: | | Browse..
XML File: | | Browse..
XML File: | | Browse..
XML File: | | Browse_
XML File: | | Browse._.
XML File: | | Browse..
XML File: | | Browse._
XML File: | | Browse._
XML File: | | Browse._
upload xmil data
Parameters

Parameters

@ Namespace
@ Parameter

- - @ Parameter Component
m _ | Configuration & parameter Tvpe

The options in this submenu group are used primarily by technical users to upload and configure data
to maintain the Kuali Enterprise Workflow (KEW) system. Because these two options are intended for
technical users, they will not be dealt with in detail here.

Use of these options isrestricted to users with the KR-SY S Technical Administrator role.

Namespace

m > Configuration 5 Parameters . s Namespace ., Namespace Lookup .
Namespace

The Namespace document allows you to add new or maintai n existing namespace codes. Namespace codes
are used to identify various pieces of functionality and generally correspond to large functional aress.
The namespaces in OL E base data normally take the form of a Kuali application followed by one of that
application's modules. For example OL E Purchasing /Accounts Payable modul e woul d be associated with
the namespace OLE-PURAP.

This document can only be initiated by members of OLE-SYS Manager or KR-SYS Technical
Administrator role and does not route for approval.
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Document Layout

Doc Nbr: 3361

Namespace |7

Initiator: cle-khuntley

" Document Overview \L

Document Overview

* Description: |

Organization Document Number:

Edit Namespace \,

Explanation:

* Namespace Code: |

* Namespace Name: |

Application ID:

Active Indicator:

Notes and Attachments (0) "\
Ad Hoc Recipients \,
Route Log \,

| submit || save || close || cancel |

Edit Namespace Tab
The Namespace document contains the Edit Namespace tab.

Edit Namespace tab definition

Title Description

Namespace Code Required. Enter the namespace code for this namespace. OLE
convention for most namespaces is application abbreviation and module
abbreviation separated by a dash (OLE-PURAP, KR-WKFLW, etc.)

Namespace Name Required. A longer text description for this namespace code.

Application ID Optional. An additional namespace identifier which identifies which
application should recognize this namespace code. Thisis generally only
used in instances where the regular namespace code is not enough to
make a definition unique. This definition is normally used directly on the
Parameter document and not assigned specifically to a namespace on this
table.

Active Indicator Required. Leave checked to indicate that this namespace is active and
can be associated with permissions, responsibilities, roles and Kuali data
elements organized by namespace. Uncheck the box to inactivate this
namespace and make it an invalid choice.

Parameter

m , | Configuration _ parameters . « parameter . Parameter Lookup _
Parameter
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The Parameter document is used to define parameters and business rules in OLE. A specific value of a
parameter can vary based on what the parameter is used to define. Some parameters create businessrules.
These rules create restrictions and enforce valid values and combinations on various document types or
batch processes. Other parameters simply define institution-specific values not defined el sewherein OLE.
The value may, for example, be text that OLE isto display in a given location or it may be a simple yes

or no value to turn an option on or off.

Only members of the KR-SY'S Technical Administrator or OLE-SY'S Manager role can create or edit

Parameter documents.

Document Layout

Parameter Maintenance Document H

Doc Mbr: [3363

Initiator: cle-khuntley

Document Overview

Document Overview

* Description:

\

Organization Document Number:

—

Explanation:

Edit Parameter

N,

* Namespace Code:

[
;

* Component:

~

* Application ID:

KUALI

* Parameter Name:

Parameter Value:

* Parameter Description:

* Parameter Type Code:

[=]®

* Parameter Constraint Code:

) Allowed ' Denied

Notes and Attachments (0)

Ad Hoc Recipients

Route Log

\
\
\

Edit Parameter Tab

| submit || save || close || cancel |

The Parameter document includes the Edit Parameter tab. This tab is where you define the modules,
type, rules, and description of the parameters.

Edit Parameter tab definition

Title

| Description
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Namespace Code Required. Select the appropriate Namespace code for the parameter from
the Namespace Code list or search for it from the lookup.
Component Required. Enter the parameter component code or search for it from the
q,

Parameter Component lookup

Application ID Required. Enter the application namespace to identify the application
to which this parameter applies. Note that the same parameter can have
different values for different applications.

Parameter Name Required. Enter the name of the parameter being defined.

Parameter Value Required. Enter the value for the parameter. The nature of agiven
parameter determines what form the parameter value should take. In
some casesit is text for an OLE user to view or it could be avalue such
as an account number or an object code. In cases where multiple values
are allowed they should be separated by a semi-colon. Consult with
technical resourcesif you are unsure what format a specific parameter
value should take.

Parameter Description Required. Describe the purpose and usage of the parameter. The
description is used for a documentation purpose.

Parameter Type Code Required. Select the parameter type code from the Parameter Type list

or search for it from the lookup
Default types include:

System Configuration: Used to establish institution values not specific to
validation.

Document Validation: Used to establish business rules for documents.

Parameter Constraint Code Required. Select Allowed if the parameter isto allow the defined
parameter value within OLE application. Select Denied if the parameter
isto deny the defined parameter value within OLE application. Consult
with technical resourcesif you are unsure of the appropriate constraint
code for agiven parameter.

Parameter Component

m > Configuration > Parameters >  # Parameter Comnponent >

Parameter Component Lookup _ Parameter Component

The Parameter Component document defines valid components that can be associated with a parameter.
Parameter components indicate a general or specific piece of OLE functionality to which a parameter
applies. Some Parameter Components are generic (batch, lookup, al) while others are very specific and
refer to particular documents or even specific tabs or fields on documents.

Only members of the KR-SY'S Technical Administrator or OLE-SY'S Manager role can create or edit
Parameter Component documents.
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Document Layout

Component Maintenance Document [z Doc Nbr: | 3365

Initiator: ole-khuntley

( Document Overview \
* Description: |
Explanation:
Organization Document Number:
Edit Component \
New
* Namespace Name: | IZI Y
* Component: |
* Component Name: |
Active Indicator:
Notes and Attachments (0) \
Ad Hoc Recipients \
Route Log \
| submit || sawve || close || cancel |
Edit Component Tab
The Parameter Component document includes the Edit Component Typetab.
Edit Component tab definition
Title Description
Namespace Name Required. Select the appropriate Namespace code for the parameter from
the Namespace Name list or search for it from the lookup.
Component Required. Enter the parameter component code or search for it from the
Parameter Component |ookup q’" .
Component Name Required. Enter the descriptive name of the parameter component being
defined.
Active Indicator Required. Leave checked to indicate that this parameter component

is active and can be associated with parameters. Uncheck the box to
inactivate this component and make it an invalid choice.

Parameter Type

m > Configuration > Parameters > # Parameter Type >

Parameter Type Lookup . Parameter Type

The parameter type broadly defines what aparameter isused for. Parameters used for document validation
(such as business rules) and parameters used for System Configuration (customizing OLE for your
institution) are two types of parametersused in OLE.
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The Parameter Type document allows you to create new or edit existing parameter types. Code must be
developed to support any additional types or changes to existing types.

Only members of the KR-SYS Technical Administrator or OLE-SYS Manager role can create or edit
Parameter Type documents and they do not route for approval.

Document Layout

Parameter Type [7]

Doc Nbr: 32390

Initiator: |amdelga

Document Overview

Document Overview

* Description:

Explanation:

Org. Doc. #:
™y
Edit Parameter Type [+ hide | L
New
* Parameter Type Code: |
* Parameter Type Name: |
Active Indicator: ’F
Motes and Attachments (0) » show |
Ad Hoc Recipients [» show \
™y
Route Log » shaw | 5

Edit Parameter Type Tab

| submit

| save

The Parameter Type document includes the Edit Parameter Type tab.

Edit Parameter Typetab definition

| close | cancel |

Title Description

Parameter Type Code Required. Enter the code by which this parameter type will be identified.
Parameter Type Name Required. Enter the long descriptive name for this parameter type.
Active Indicator Required. Check the box to make this parameter type active and

Technical

[ ramin |8

Technical

available for selection when creating parameters. Uncheck the box if you

wish to inactivate this type of
creating new parameters.

@ Configuration Viewer

Configuration S & Cache Admin

parameter and prevent its selection when

The options in this submenu group are used primarily by technical users to upload and configure data
to maintain the Kuali Enterprise Workflow (KEW) system. Because these two options are intended for
technical users, they will not be dealt with in detail here.
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Use of these options isrestricted to users with the KR-SY S Technical Administrator role.

Configuration Viewer

m S Configuration

Configured Properties:

Technical > @ Configuration Viewer S

The Configuration Viewer isused to review atable of configured properties. Click Refresh Pageto update

the values.

Document Layout

Xworkflow gefresh page

Configured Properties:

Config Key

Config Value

ActionList.norefresh false
DATE_TO_STRING_FORMAT FOR_FILE_NAME yyyyMMdd
DATE_TO_STRING_FORMAT FOR_USER_INTERFACE MM/ dd/vyyy

KualiExceptionIncidentServicelmpl.REPORT_MAIL_LIST

PRECRDER_CITATION_OQPR

createPreQrderForCitation

FRECRDER_NAMESPACE

http://service.select.ole.kuali.org/

FREORDER_OPENURL_OPR

createPreOrderForOpenURL

FRECRDER_PORTMNAME

preQrderService

PRECRDER_SERVICENAME

preQrderService

PREORDER_URL

http://tst.ole.kuali.org/remoting/preCrderService

FRECRDER_WFRM_CPR

createPreQrderForForm

RouteQueue.maxRetryAttempts

3

RouteQueue.timelncrement

1000

Routing.ImmediateExceptionRouting

false

STRING_TO_DATE_FORMATS

yyyy-MM-dd; MM/dd/yvyyy hhimm a;MM/dd/yy ;MM ddyyyy; MM-dd-yy ; MM-dd-yyyy

STRING_TO_TIMESTAMP_FORMATS

MM/dd/yyyy hhimm a; MM/ ddyy; MM/ dd vy s MM-dd-yy; MMddyy s MMMM dd;yvyyy';|

TIMESTAME_TO_STRING_FORMAT_FOR_FILE_NAME

Cache Management

m S Configuration

Cache Management

yyyyMMdd-HH-mm-ss-5

Technical S & Cache Admin

The Cache Management tool isused to clear al or individual local system caches. Usersmay sel ect specific

Flush
or al cachesand click.

Tip

Click the arrow on the left of the checkbox to expand the list.
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Document Layout

Cache Management

Check the boxes for the caches to flush:

coreSenviceDistributedCacheManager
kewDistributedCacheManager
kimDistributedCacheManager
locationDistnibutedCacheManager
ole_core DistributedCacheManager

Flush J [ Close J
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Monitoring

Service Bus

« Message Queue
+ Service Registry
« Thread Fool
L]
L]

Quartz

Security Management

Workflow

« Document Operation
+ Statistics Report

Application Server

m +« JavaMelody
>

Theitemsin the Monitoring submenu pertain to the Kuali Service Bus and the Kuali Enterprise Workflow
(KEW) aswell asthe Application Server.

An Enterprise Service Busis a middleware architecture construct which allows for integrating enterprise
applications in an implementation-independent fashion. The Kuali Service Bus (KSB) specifically
provides a messaging fabric aswell as allowing acquisition of services on the bus using a service registry
and invocation of those services using various protocols (java seridization over HTTP and SOAP).
Because these are primarily technical operations, they are not covered in great detail here.

Use of these options isrestricted to users with the KR-SY S Technical Administrator role.
Service Bus

Service Bus

« Message Queue
+ Service Begistry
+« Thread Pool
[ )
[ ]

Quartz

Security Management

m> Monitoring
Message Queue

Monitorin i
M> 4 | service Bus | Message Queue

The Message Queue allows administrators to monitor messages that are flowing through the Service Bus.
Messages can be edited, deleted or forwarded to other machines for processing from this screen.
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Xwaorkflow Refresh Page

Current Node Info

IP Address: 10.147.198.103
Application ID: OLE

message.persistence: true
message.delivery: async
message.off: false

Message ID:

Service Name:

Application ID:

1P Number:

Queue Status: lzl

App Spedfic Value

1:

App Specific Value

Zl=

[ Filter ]

50 Execute Message Fetcher

Documents currently in route queue: 3

3 items retrieved, displaying all items.

- Service Application DT - Queue Queue Queue Retry | App £

Name ID - Status  Priori Date Count  Val

708 {http://rice.kuali.org/kew/v2_0}documentProcessingQueus OLE 10.147.198.103 | EXCEFTION 5 06:11 AM 06/21/2013 | 06:11 AM 06/21/2013 1 ae

561 {http://rice.kuali.org/kew/v2_0}documentProcessingQueue OLE 10.147.198.103 | EXCEFTION 5 03:29 AM 06/12/2013 | 08:29 AM 06/12/2013 1 31
540 {http://rice.kuali.org/kew/v2_0}documentProcessingQueue OLE 10.147.198.103 | EXCEPTION 5 05:27 PM 06/11/2013 | 05:27 PM 06/11/2013 1
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Message
Message Queue Id:
Status:
Date:
Expiration Date:
Priority:
Retry Count:
IP Murmber:
Service Mame:
Service Namespace:
Method Marne:
App Specific Yalue 1;
app Specific Value 2:

Payload
Payload Class:
Method Mame
ignorestoregndForward
Servicelnfo.messageEntryId:
ServiceInfo.serviceMamespace;
Servicelnfo.serverlp:
Servicelnfo.ServiceMNare:
Servicelnfo.endpointUrl:
Servicelnfo,queus:
Servicelnfo.alive:
Servicelnfo.priority:
Servicelnfo.retry Atternpts;
Servicelnfo.millisToLive:
Servicelnfo.messageExceptionHandler:
Servicelnfo.service.class:
Servicelnfo.bussecurity:
Servicelnfo.credentialsType:

argurments:

Service Registry

Service Bus

10500
E
03:20 PM 09/22/2009

3

3

129.79.216.129
O=CacheMotification=ervice
KFZ

involke

class org.kuali.rice ksh.messaging. AsynchronouscCall
invoke

false

5457

RICE

10.64.87.165

0S5 CacheMotificationService

http:/flocalhost: 8050/ r-dev/remoting/OSCacheMotificationService
false

true

3

3

-1

arg. kuali.rice ksh.messaging .exceptionhandling.DefaultMessageException

true

[java.io.Serializable] type=2, data=SystemPararmeterProxy

> Service Registry

The Service Registry displaysaread-only view of the Service Bus's Service Registry. The Service Registry
shows all services that are exposed on the Service Bus and includes information about them (such as IP
Address, endpoint URL, etc.). The Service Registry also includes an administrative function which alows
the administrator to refresh its view of the registry.
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Xworkflow Refresh Fage

Current Node Info

Application ID: OLE

IP Address: 10.154.185.108
Instance ID: OLE-10.154.185.108
dev.mode: false

Refresh Service Registry ‘ \ Delete localhost Entries ‘ I Delete Entries by Application [D:

Published Services:

Service Name

{OLE}OLEDocumentSearchCustomizer http://tst.ole.kuali.org/remoting/OLEDocumentSearchCustomizer
{OLE}OLEPurapDocumentSearchCustomizer http://tst.ole.kuali.org/remoting/OLEPurapDocumentSearchCustomizer

{OLE}OLESearchableAttribute http://tst.ole.kuali.org/remoting/OLESearchableattribute
{OLE}PurapFinancialSystemSearchableAttribute

{OLE}PurchaseOrderActionListAttribute

Thread Pool

m> Monitoring 5| Service Bus _ Thread Poal

The Thread Pool provides a means by which an administrator can change the size of the Thread Pool used
by the Service Bus for processing messages.

Endpoint URL

http://tst.ole.kuali.org/remoting/PurapFinancial SystemSearchableAttribute
http://tst.ole.kuali.org/remoting/PurchaseCrderActionListAttribute

Xworkflow  rsfresh Page

iZore Pool Size: | 20

Maximurm Pool Size: | 5

Pool Size; 20

Active Count: O

Largest Pool Size: 20

kKeep &live Timme: &0000
Task Count: 1713
Completed Task Count: 1713

RouteQueue. Timelncrement: | 1000
FouteQueue.maxRetryattempts: | 3

[ ] Execute Across all Servers with Service Mamespace KFS

Quartz

Monitorin ;
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Quartz provides a means by which an administrator can schedule delayed tasks, including retry attempts
for messages that cannot be sent the first time.

Security Management

m> Manitoring > | Service Bus _ Security Management

The Security Management provides a means by which an administrator can generate a keystore in the
Kuali Service Bus (KSB).

X workflow Refresh Page

Create new Client Keystore file:

Desired Alias (must be unigue from list below):
Password (will be used for keys as well as keystore):
Re-Enter Password:

create clear fields

Existing Keystore Entries:

One item retrieved.

Alias Create Date

rice 01:59 PM 10,/10,/2007

Workflow

Iype
Private Key

Workflow
. « Document Operation
m> Monitoring S Statistics Report

The options in the Workflow submenu group are used to configure and maintain the Kuali Enterprise
Workflow (KEW).

Use of these options isrestricted to users with the KR-SY S Technical Administrator role.

Document Operation

m> Monitoring > | Workflow - Document Cperation

The Document Operation option allows you to manipulate the XML datain the document and save the
document. The screen is divided into several sections. Document Action, Document, Action Requests,

Actions Taken, Action Items, Route Node Instances, Brach States, and Annotation for Admin
Change.
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X workflow

Operate on a document

*Document ID: || 317123

I’ get document J I’ clear _|

1
Enter the document 1D you are searching for and click ™

IF get document

),

2. Make changes to the appropriate section of the document.
3. -
Click - ==¥= |

Document

-~

Flush Rule Can:he|~

submit h

-~

Queue Docurment -

[ submit

-~

Index Searchable Attributes -

[ submit

-~

Queue Document Requeuer -

[ submit

-~

Queue Docurment Blanket Approve -

Quede Docurment Mowve -

[ submit

[ submit

lser:
fction Taken Id:

Mode Names: |

-~

Queue Action Invocation -

[ submit

lser:
fction Item Id:

fction Caode: |

Document Actions section
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Document

* Document Yersion: || 1

* Initiator ID: | | 1617103986 I&

* Initial Route Node Instances: || 563377067 |
* Route Status: | | ENROUTE v

* Route Level: || 1

* Create Date: || 03/10/2009
* Doc Status Modification Date: || 03/10/2009

Approved Date:

Finalized Date:

Route Status Modification Date:

Route Level Modification Date:

@[l [ ] [

Doc Type 1D || 320534

Doc Title: | | Distribution Of Income

Application Doc ID:

<documentContent==applicationContent>=org.kuali.rice kns.workflow. KualiDocumentxmlMaterial

Coc Content:

Document section
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Action Requests

* Document Wersion:

* Docurnent ID: | | 3646

* Route Mode Instance ID: || 7910
* fction Requested: || COMPLETE
* Create Date: || 09/23/2009 e
* Status: || ACTIVE

* Priority:

* Route Level:

* Responsibility ID:

Responsibility Description: | | Initiator needs to comp

action Request Parent ID:

LI

Recipient Type: | | person

Person ID: | 3420506415 |[E:";l
®
Role Mame: |—|IE'>"l

Qualified Rale Mame:
Qualified Role Label:
Action Taken ID:

Workgroup ID:

Force Action: £5

Approve Policy:

I

Delegation Type:

Current Indicator: | | ves

annotation:

Action Requests section
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Actions Taken

* Document ID:

331494

* Document Wersion:

* Action Taken:

|

BLANKET APPROMED

* Action Date:

03/10/2009

E

* Action Taken Person ID:

6la2502035 |

Delegator Persan 1D

Delegator Warkgroup ID:

[51

Current Indicator:

Tes

annotation:

Actions Taken section

Action Items

Action Items section

* Document 10 | J646 |
* Doc Type Mame: | PREQ |'$‘
* Doc Type Label:
* Doc Handler URL:
* Date &ssigned: E
* Action Request 1D | 3013 |
* Action Requested:
* Responsibility 1D | -3
* Person ID: || 3420506415 )
Wiarkgroup ID: 'E_Sr'
Role Marme: ',',:_T:-'
Delegator Persan 1D '3‘
Delegator worlkgroup 1D | |'5r'
Docurnent Title: | Parment Request - PO |
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Route Node Instances

Instance Name:

Adhoc Routing

Active Indicator:

‘ true ‘

Complete Indicator:

‘ false ‘

Initial Indicator:

‘ false ‘

Previous Route Node Instances:

None

Next Route Node Instances:

None

Route Mode States:

None

Route Node | nstances section

Branch States

Branch Mame: | FRIMARY |

ke | S}rstem.PnstPrncessan| [ delete 563377053 J

Branch State ID: 563377053

Value: | true

Key: | System.PnstPrncesmrF| [ delete 563377054 J

Branch State ID: S63377054

Value: | true

Branch States section

Annotation for Admin Change

Annotation:

Annotation for Admin Change section

Statistics Report

Admin S Monitoring

> | Workflow S Statistics Report

The Statistics Report displays the counts of documents and users for various statuses and categories.
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Workflow Statistics

P

Aggregates

Number of Document Types: [31%
Number of Users: |11

Number of Active Items In All Action Lists: 265
OLE DI
OLE_REQTYPE
ParameterTypeMaintenanceDocument
OLE -PE
CLE_RCCM
OLE_MOTD
OLE_SRYP
OLE RPTC
OLE TF
CLE_FPMBA
OLE_PREQ
CLE_CBIC i
OLE_GSCB 2
OLE_RCWVL 27
OLE PO 402
OLE_PMSN
ParameterMaintenanceDocument
OLE_DV
OLE_PMVC
OLE _SACC
MamespaceMaintenancelocument
CLE_ACQS 12
OLE_IB
OLE_PMALST
QLE_SOPT
CLE_ACCT
OLE_PMVT
Number of Documents Initiated in the Last 30 Days: ||OLE_FMCA
CQLE_PMPT
CLE_FFD
OLE_BA
OLE_PMST
OLE_ACQBTHUPLOAD
CLE_CM
OLE_INVCSBTYP
CLE_PYMNTMTHD
OLE FLU
CLE_AV
OLE_PMCP
CLE_GACC
CountryMaintenanceDocument
QLE_APRD
COLE_ORDQU
IdentityManagementGroupDocument
OLE_PVEN
OLE_REQS 352
OLE CR
CocumentTypelocument
OLE_OSTY
OLE_CSPR
CLE_INVCTYP
ComponentMaintenancelocument
DLE £CTY
CountyMaintenanceDocument
OLE_CCR

Date Range
Begin Date: Eiﬁiﬁ:ﬁi EI End Date: [01/01/2400 EI

Routing Status Number of Documents for Date Range
CANCELED:
DISAPPROVED:

ENROUTE: |15
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